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[bookmark: _Toc466569138]Implementation Approach
Instructions: We invite vendors to respond with details of their recommended implementation approach, based on their prior experience with this type of implementation. Vendor responses should include an evaluation of the benefits and risks of suggested implementation options. Vendor responses should include their assessment of the critical success factors in this implementation.

<Response>
[bookmark: _iet1597moezv][bookmark: _Toc466569139]Program & Project Management
Instructions: The selected vendor will be required to follow program and project management methodologies consistent with the Project Management Institute’s (PMI) Project Management Body of Knowledge (PMBOK) Guide. All staff and subcontractors proposed to be used by a Vendor shall be required to follow a consistent methodology for all Contract activities. The vendor response should include details on the project management methodology that has been leveraged on prior EMR implementation projects. Vendors are also asked to include a detailed project management plan for this project, including a high-level timeline based on their recommended implementation approach, key milestones, project management deliverables, and project deliverables. 
The vendor will provide a project manager ("PM") and his/her effort will incorporate all the tasks necessary to successfully implement the project.  These tasks will include, among others consistent with the PMBOK methodology: managing and updating Project Plans, assigning staff, scheduling meetings, publishing weekly status reports, managing risk and issue logs, managing key decisions log, addressing project issues and change orders, and preparing presentations for State stakeholders.  A successful Vendor’s Project Manager shall have overall responsibility for the project deliverables, schedule, and successful implementation of the project as planned and all activities of Contractor’s resources.
The following information pertaining to Project Management Methodology must be provided. 
[bookmark: _1fob9te][bookmark: _Toc466569140]Project Management
Instructions: Describe the Vendor's methodology, tools, and techniques used to support projects from design through finished deliverables including deployment of the new System, project management, checkpoints and periodic status reporting.  Describe policies and procedures employed to ensure the timely completion of tasks in a quality fashion.  
<Response>

[bookmark: _Toc466569141]Project Plan
Instructions: Provide a proposed Work Plan and Work Breakdown Structure (WBS) as part of the Vendor’s proposal, based on the requirements outlined in this RFP. 
<Response>
[bookmark: _2et92p0][bookmark: _3znysh7][bookmark: _Toc466569142]Resource Plan
Instructions: Include a resource plan for the implementation.  The resource plan should include a dedicated implementation Vendor project manager. The plan should include a clear delineation of vendor and customer responsibilities including a description who is accountable for the overall implementation and key deliverables and milestones. The resource plan should also include a detailed description of any subcontractor relationships including specific responsibilities of ay subcontractors.
<Response>
[bookmark: _tyjcwt][bookmark: _Toc466569143]Communication Plan
Instructions: Describe how the Vendor organization will represent itself to the Vermont Judiciary from an overall viewpoint.  Discuss treatment of account management, status reporting (hard copy and electronic), performance review meetings), contract management, audits, quality assurance, planning, setting priorities and handling service requests.  Describe how, when, and by whom information about the project will be administered and disseminated.

<Response>
[bookmark: _3dy6vkm][bookmark: _Toc466569144]Issue Management
 Instructions: Describe the Vendor’s process for problem management including: problem logging, problem resolution, tracking of unresolved problems, problem escalation procedures, and problem closeout and reporting practices. The Vendor should describe the integration of problem management across sub-contractors, if applicable, such as the use of an automated system.

<Response>
[bookmark: _1t3h5sf][bookmark: _Toc466569145]Quality Management
Instructions: Describe the Vendor’s quality assurance practices as well as how the Vendor incorporates each customer's unique requirements. The response shall describe the Vendor’s internal quality management program referencing the use of any specific methodologies.

<Response>
[bookmark: _4d34og8][bookmark: _2s8eyo1][bookmark: _17dp8vu][bookmark: _Toc466569146]Relationships with Third Parties
Instructions: Describe any financial relationship between the Vendor and any third-party hardware, software, or other vendors that may be used to provide services or products in connection with any phase of the data repository project, whether such third party will be used by Vendor as a Subcontractor or contracted directly by the Judiciary.  Vendor shall also disclose any known or perceived conflicts of interest Vendor or its leadership may have that would impact any phase of the project.

<Response>
[bookmark: _7ms5yw8shvxq][bookmark: _p6zw08qajgte][bookmark: _Toc466569147]Training Plan
Instructions: The vendor response should include a detailed training plan based on their implementation methodology. Responses should include a clear delineation between the vendor and Judiciary team for responsibility for the development of training material, and the delivery of training for the organization.  

<Response>
[bookmark: _44sinio][bookmark: _Toc466569148]Deployment
Instructions: Describe the Vendor’s overall approach regarding deployment. Please include in the response what the Vendor believes will be an effective process for each component and flow between each of the following areas: 
1. [bookmark: _2jxsxqh]Implementation/Rollout Planning
2. [bookmark: _z337ya]Implementation Strategy, Approach and Timeline
3. Issues, Challenges and Potential Risks
4. Stabilization period

<Response>
[bookmark: _bfe21fq99vao][bookmark: _Toc466569149]Judiciary Team Roles and Responsibilities
Instructions: We understand that a collaborative team approach is required to ensure success on this project. However, while the vendor implementation team is typically dedicated to a client project, in many instances, the client team is managing their typical day to day business responsibilities in addition to their project task list. In order to ensure that we bring the right resources and skill sets to the combined team, we request that the vendor clearly outline their requirements for the Judiciary project team, including roles and responsibilities and estimated time required on the project. 
<Response>

[bookmark: _1ci93xb][bookmark: _Toc466569150]Implementation Requirements Assumptions
Document the assumptions related to the implementation requirements in the following. 
[bookmark: kix.9exfsgv353mj]Implementation Requirements Assumptions
	ITEM #
	REFERENCE (Section, Page, Paragraph)
	DESCRIPTION
	RATIONALE

	1. 
	
	
	

	2. 
	
	
	


<Vendor may add rows as appropriate>
[bookmark: _2bn6wsx][bookmark: _Toc466569151]Value-added Benefits
Instructions: Describe any services or deliverables that are not required by the RFP that the Vendor proposes to provide within the Vendor’s Proposal and thus at no additional cost to the Judiciary.  Vendors are not required to propose value-added benefits, but inclusion of such services may impact the Vendor’s overall evaluation.
<Response>
[bookmark: _Toc466049010][bookmark: _Toc466569152]System Requirements  
[bookmark: _Toc466569153]Hosted System Requirements  
Instructions: This section is included in the event that the vendor recommended or preferred option is for the system to be hosted at a site other than at the Judiciary. A selected vendor shall be required to agree to terms acceptable to the Judiciary regarding the confidentiality and security of Judiciary data.  These terms may vary depending on the nature of the data to be stored by the Contractor.  If applicable, the Judiciary may require compliance with Judiciary security standards, IRS requirements, HIPAA, HITECH and/or FISMA compliance and/or compliance with Judiciary law relating to the privacy of personally identifiable information, specifically Chapter 62 of the Vermont Statutes.
Further, a selected vendor hosting a Judiciary system may be a “data collector” for purposes of State law and shall be required to (i) comply with certain data breach notification requirements; (ii) agree to pay the costs of all data breach notifications; and (ii) indemnify the Judiciary for any third-party claims against the Judiciary which may occur as a result of any data breach. 

The selected Vendor must agree to host the Judiciary’s solution within the continental United States of America (USA) and agree to maintain all backups and copies of the data within the USA.
The Judiciary reserves the right to periodically audit the Contractor (or subcontractor) application infrastructure to ensure physical and network infrastructure meets the configuration and security standards and adheres to relevant Judiciary policies governing the system.  
The Judiciary reserves the right to run non-intrusive network audits (basic port scans, etc.) randomly, without prior notice. More intrusive network and physical audits may be conducted on or off site with 24 hours’ notice. 
The Contractor will have a third party perform methodology-based (such as OSSTM) penetration testing quarterly and will report the results of that testing to the Judiciary. 
A selected vendor shall agree to cause an SSAE 16 SOC 2, Type 2 audit certification to be conducted annually.  The audit results and the Contractor’s plan for addressing or resolution of the audit results shall be shared with the Judiciary. 
A selected vendor shall agree to terms acceptable to the Judiciary regarding system backup, disaster recovery planning and access to Judiciary data. 
A selected vendor shall be required to agree to disclose the hosting provider which shall be acceptable to the Judiciary for purposes of the data to be stored and shall not change the hosting provider without the prior written consent of the Judiciary. 
A selected vendor shall be required to guarantee the service level terms of any hosting provider. 
A selected vendor shall agree to apply service level credits for the failure to meet service level terms. 

<Response>

[bookmark: _Toc466569154]Client Hosted System Requirements  
Instructions:  If Vendor is recommending that the Judiciary host the solution, Vendor should include a comprehensive listing of all hardware (client and server), infrastructure and software required to host the full solution. 

<Response>
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