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AMENDMENT

It is hereby agreed by and between the Parties, State of Vermont, Department of Vermont Health

Access (hereinafter called "State") and DXC,Technology Services LLC, with a principal place of
business in Tysons, VA, (the "Contractor") that Contract #35485 originally dated as of January 1,

2017, as .amended to date, is hereby amended effective December 31,2019 as follows:

I. Maximum Amount. The maximum amount payable under the Contract, wherever such reference

appears in the Contract, shall be changed from $50,976,274.91to $85,405,203.40

representing an increase of $34,428,928.49.

11 Contract Term. The Contract term, wherever such reference appears in the Contract, shall be

changed from December 31, 2019 to December 31,2021.

11I. Attachment A. Scope of Services. The scope of services is amended as follows:

1. Section I.H (Contractor Staff Requirements) is modified to add the following sentence at

the end of the last paragraph of Section I.H:
All key staff and staff working out of the Contractor's Vermont office shall be 100% dedicated

to support the State.

2. Section II.D.I (Project Management) is hereby deleted in its entirety and replaced as set

forth below:

D. Project Management
1. Work that is authorized, initiated, and performed as described in the Change Management

section willbe delivered by applying commercially reasonable industry standard practices

and deliverables as defined within IT delivery methodologies and standards equivalent to

PMI (Project Management Institute) PMBOK (Project Management Body of Knowledge),

IIBA (Intemational lnstitute of Business Analysis) BABOK (Business Analysis Body of
Knowledge), and ITIL (Information Technology Infrastructure Library) (hereby

collectively known as'ocommercially reasonable practices"). Deliverables and level of
oversight will be tailored to the size of the change effort, as agreed to by the Parties. For all

work, standard practices and tools will be utilized to manage service delivery, including but

not limited to:
i. Change Management for defining, tracking, authorizing, and delivering specific

enhancements to services and systems features;

ii. Requirements Management practices such as elicitation and documentation of business,

stakeholder, and solution needs, requirements maintenance, and providing requirements

traceabilily;
iii. Quality Management practices such as producing testing deliverables for new or

modified software, vtilizingdocumented operational procedures, and veriffing
outcomes of fiscal agent operational activities;

iv. Configuration Management tools and practices for controlling technical environment

configuration, software versioning, and versioning and reviews of formally managed

documents and deliverables; and

v. Issues Management for restoration of services and for correcting and preventing service

disruptions
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3. Section III (Additional One-timeo Ongoing, and Future MMIS Modernization Projects)'

as previously amended, is hereby deleted in its entirety and replaced as set forth below:

11L Additional One-time, Ongoing and Future MMIS Modernization Projects

This section provides a sunmary of MMIS projects that are planned, in progress, and

previously completed. The Change Management process will be followed for State

authoization of the Contractor's project work outlined in this section. This work is not

included in the base scope detailed within Section I and II of this Attachment A or included in
the base price detailed within Attachment B. The State, at its sole discretion and upon

availability of funding, may choose to initiate, continue, or stop work under any of these

projects independently or otherwise. The parties will agree to the timing and schedule of each

ofthese projects.

The Contractor will produce a monthly bill for the actual hours worked each month or for the

deliverables approved by the State as described in the sections below. Any work performed in
excess of the maximum hours set forth in the tables in the subsections below will require

approval by the State prior to the Contractor performing the additional hours. The bill will
include the hours used for each activity listed. The Contractor will be reimbursed at the

customer service request (CSR) hourly rate described in Attachment B, unless the parties

have agreed the project will be performed for a fixed price.

The Contractor must employ accessibility standards, processes, and commercially reasonable

practices and apply these to all end-user applications. As independent external IT delivery

methodologies and standards (such as those listed in Section II.D) are modified,

commercially reasonable practices shall be enhanced and applied to any projects affected.

A. Medical Assistance Provider Incentive Repository (MAPIR) Core Development

The VT MAPIR Project is supported by an existing, approved Implernentation Advance

Planning Document (IAPD).

The State participates in the development of the Core MAPIR application in coordination

with multiple states. The scope of Core MAPIR is for software enhancements due to CMS

requirement changes, and for deployment of the Core MAPIR application updates and

patches. Core MAPIR development payments will be invoiced on a quarterly basis at

amounts indicated within Attachment B. Pricing may be adjusted if the number of members

in the MAPIR Collaborative increases or decreases.

B. Vermont Specific MAPIR Integration/Customization
The scope of this effort is specific to the integration of the Core MAPIR enhancements into

the Vermont MMIS environment; any associated custom effort required for Vermont specific

needs and ongoing technical production activities.

The Installation and Customization of Core MAPIR releases consist of the following
activities. The project budget for the duration of the contract, is based on the annual

estimates below:
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MAPIR Customization
Activity

Annual Hour
Maximum
Years 1-3

Annual Hour
Maximum
Years 4-5

Contract
IIour

Maximum
Environmental Changes
(DB2, Websphere/Stored
procedures)

r20 20 400

MAPIR Installation 120 80 520

State Configuration 80 100 440

Additional Customization 300 200 1300

Project Management 300 200 1300

Testing t20 100 560

Subtotal 1,040 700 4,520

Technical Support of VT
production environment

500 300 2100

Annual Customization
Hours

1,540 1,000 6,620

C. Payment and Delivery System (PADS) Reform
MMIS enhancements are required in support of the State's effons to continue the expansion

and the success of the reform efforts in alignment with the Vermont All Payer Model

Agreement. The overarching goals of the work covered by payment reform enhancements

include moving away from fee-for-service reimbursement models, increasing provider

flexibility to deliver care, and ensuring high-quality data is available to evaluate program

performance. MMIS enhancement areas for various programs to help meet these objectives

have been identified in the table below. The total number ofhours estimated for PADS work

through December 31,2021is 4,900 hours.

MMIS System Work Description

Modifr batch process and MMIS screens for third party
party billing for Accountable Care Organization (ACO)

liability claims, to support third
claims that were not paid as fee-

for-service

Assign Health Service Area, new Prior Authorization indicator values, and new attributing

provider information when loading the ACO Provider Roster file, to support ACO financial

reporting and reconciliation requirernents Display new information on MMIS screens

Enhance MMIS and Business Objects data warehouse reporting capabilities, to support

ACO financial reconciliation activities.

Allow claims service limit exceptions to prior authoizationrequirements for ACO
members - codes, limits, associated flags, and reports

Reform Initiatives - MMIS enhancements
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Support additional billing modifiers for reporting, billing, limits, flags, and payments for
adult and child mental health claims (such as the T2025 case rates)

D. TMSIS Reporting Enhancement Project
The State is seeking to improve data quality and provide additional TMSIS data elements.

Effort is planned for enhancements to derive and obtain additional data to include in TMSIS

reporting.

The defined Project work identified in the tables below is ongoing in response to continued

data quality work with CMS and its TMSIS contractors. A budget is established for monthly

quality analysis, design, and implementation of fuither improvements to TMSIS data quality.

This Quality Analysis and Improvements budget will enable ongoing assessment with CMS

and its vendors for future enhancements beyond those identified to-date.

Summary

Data and Hours

2018 Data Monthly Quality Analysis and

Improvements
720

2019 Monthly Quality Analysis and Improvements 720

2020 Monthly Quality Analysis and Improvements 7,360

2021 Monthly Quality Analysis and Improvements 7,360

GAP Compliance - 645

(FPL) HealMental thVthe Dermont oflevel between epartmentfederal povertyCapture
CRtationRehabili Treatmentandaccessand r)for ( populationsCommunity(DMH)

Applied Behavior Analysis (ABA) - MMIS analysis, design, development, and

implementation for support of alternative payment models

Children's and Adult Mental Health - MMIS analysis, design, development,

implementation for support of detailed encounter data capture and payment models
and

Substance Use Disorder (SUD) waiver - modiff MMIS claims and financial pro

support change to substance abuse program
cessirlg to

Developmental Disability Services (DS) - MMIS analysis, design,

implementation for support of detailed encounter data capture and
development, and
payment models

Pediatric Palliative Care - MMIS analysis, design, development, and

support of alternative payment models
implementation for

Children's Integrated Services (CIS)- modiff MMIS claims and financial

support changes to payment models and encountet data capture
processing to

Support enhancements to analytics, data warehouse, data extracts and

improved oversight and insights into reform initiatives - ACO, DMH,
reporting to enable
ABA, DS, CIS, other

Other MMIS enhancements as specified by the State in support of Reform

are funded by Reform Initiative budgets.

Initiatives that
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Addendum B Table 3 - (through December 2019,
absorbed into data quality for 2020 and future)

2,070

Common Solution Integration - (through
December 2019, absorbed into data quality for
2020 and future)

940

Total Project Ilours 19,815

E. Technology Updates

Due to the age of current technologies and known business drivers, the following areas of
MMIS technology have been identified as needing to be addressed under this Contract. These

projects will require additional definition and funding through a contract amendment, changg

order, or other work authoizationmechanism.

Enhance report generation and analytic capabilities:
The Contractor will update the commercial software technology and configuration of
the tools used for ad-hoc queries and reporting of MMIS Claims and Provider data, as

performed by the State and the Contractor's employees. Change Request hours from

the annual hours budget included in the fixed price amount may be authorized by the

State for performance of this work.

lt. Migrate MMIS report and document archival to a standardized Content

Management (CM) platform: The current IBM OnDemand (third party) software and

server platform used for Content Management of paper claims images, batch reports,

and other documents, is at end-of-life for Contractor support and does not meet State

needs for access to MMIS information. The Contractor shall retire the current software

and systems and integrate MMIS with a State approved CM as a Service solution.

The project scope will include effort associated with the migration of existing MMIS

Contractor OnDemand system to a State provided Content Management Platform. The

Contractor will provide the following within the scope of the project:

Develop and test an interfrce between the MMIS AIM system and the CM

service to send MMIS files to the CM service daily

Support the evaluation of existing MMIS batch reports and other file types with

the State to confirm which archived content will be migrated to the new CM

service.

Migrate existing archived content from the existing solution as agreed upon with
the State via the approved CM interface.

The Contractor has budgeted for 1,000 hours of effort for this activity. This work will
be performed as directed and agreed to by the State.

F. Enhanced EDI Services Migration Project
i. Project Summary

t.

a
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The State anticipates submitting an IAPD to CMS for support of a project to migrate to

an enhanced Electroni c D ata Interchange (EDI) service.

In support of ongoing processing of claims and other Accredited Standards Committee

(ASC) X12 EDI standard health insurance transactions, and in compliance with ACA

1104 required CAQH CORE Operating Rules, the Contractor shall prepare for updated

EDI transaction standards and requirements. A technical need exists to migrate State

transaction processing from the current SAP Sybase (third-party) software platform, and

associated Contractor "EDI Shared Translator" services. The Sybase ECRTP translator

software is no longer being offered as a commercial product by the vendor SAP. This

lack of support poses risks to current operations and the ability to meet future federal

requirements. The Contractor shall migrate the State's MMIS to interface with a new

EDI Software as a Service (SaaS) solution as an initial project phase. A second phase

will follow to implement new transaction standards (once finalized).

The Enhanced EDI SaaS solution is based on IBM Commercial Off-The-Shelf (COTS)

software and is currently utilized by multiple other state Medicaid programs.

Compliance checking will comply with the Workgroup for Electronic Data Interchange

(WEDD Strategic National Implementation Process (SNIP) WEDVSNIP types at

currently supported State SNIP types for EDI transactions identified below.

Transaction Scope
EDI compliance and translation support is currently provided for the following inbound

batch transactions for trading partner file exchange with the Vermont MMIS (AIM)
System and will continue to be provided with the enhanced EDI solution:
o 270 Health Care Eligibility Benefit Inquiry
o 276 Health Care Claim Status Request
r 837D Health Care Claim - Dental
o 837I Health Care Claim - Institutional
o 837P Health Care Claim - Professional
. Payer Initiated Eligibility/Benefit (PIE) Transaction (X279Al)

EDI compliance and translation support is currently provided for the following
outbound batch transactions for trading partner file exchange with the Vermont MMIS
(AIM) System and will continue to be provided with the enhanced EDI solution:

o 271Health Care Eligibility Benefit Response

o 277 Health Care Claim Status Response

o 1J277 Unsolicited Claims Status Response

o 820 Health Insurance Exchange Related Payments
o 835 Health Care Claim Payment Advice
o ggglmplementationAcknowledgement

EDI compliance and translation support is currently provided for the following real-

time transactions for trading partner file exchange with the Vermont MMIS (AIM)
System and will continue to be provided with the enhanced EDI solution:
o 270 Health Care Eligibility Benefit Inquiry
o 271Health Care Eligibility Benefit Response
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o 276 Health Care Claim Status Request
o 277 Health Care Claim Status Response

o 999 Implementation Acknowledgemenl

The following non-standard file formats will be provided in conjunction with the

enhanced EDI SaaS solution:

Proprietary format of remittance advice files, equivalent to those currently provided

in addition to the 835 RA files.

Proprietary HTML file format for batch acknowledgements, to contain same

information as in the 999 acknowledgements in a browser (i.e. human) readable

format.

System-to-System File Exchange is currently provided in compliance with CAQH 'Safe

Harbor' Phase I, II, and III CORE operating rules. The enhanced EDI Service will
remain compliant with current and future required CAQH CORE operating rules and

Phases, as federally required. The enhanced EDI Service will provide equivalent web-

based, compliant file exchange services on a new platform.

Implementation Scope

The following areas of technical work will be performed by the Contractor, to migrate'

from the current EDI shared service to the enhanced EDI SaaS service. A combination

of leveraged EDI services team and account-based technical and operations staff, will
perform this work:

Installation and Configuration of Model Office, User Acceptance, and Production

environments for enhanced EDI services, including all required IT infrastrucfure

and software.

Analysis and testing of VT electronic claims transaction files to identiff any

compliance gaps between the current and new EDI compliance rules.

Design, Construction, and Testing of interfaces between the enhanced EDI solution

and Vermont MMIS AIM systems, for batch and real-time EDI transaction

processing

Modification of existing MMIS AIM system programs, to accept and produce

standard XML file formats for exchange of transaction files and trading partner

authentication data with the enhanced EDI service. This work will allow utilization

of reusable, cofilmon EDI translation maps, thereby reducing current and future

customization efforts. Local customization required will be done outside of the

cofilmon maps.

Systerns integration testing will occur in the MMIS Model Office environment, to

execute planned functional testing for in-scope transactions and interfaces.

a

o

o

a

o
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Timeline
The detailed work plan will define a schedule for implementation activities, to be

followed by a trading partner testing window. Upon the goJive implementation date,

State trading partners will begin use of the production version of enhanced EDI

services. The start of the project will begin on a date agreed to by the Contractor and

the State, and as supported by an approved CMS Implementation APD plan.

Deliverables
The following deliverables shall be produced by the Contractor for the EDI migration

project:

A compliance analysis and design document will be produced to identiff impact(s)

to the EDI Companion Guides where a change in technology may introduce new

compliance rules.

A detailed Project Work Plan (i.e. Project Schedule), in Microsoft Project format, by

day 60 of the implementation project.

EDI Interface Design documents, for integration between the enhanced EDI Service

and existing MMIS systems, by day 60 of the implementation project or as defined

in the project schedule.

Transaction crosswalk design documents, for identifuing Xl2 field level

requirements, by day 90 of the implementation project or as defined in the project

schedule.

A Systems Test Plan and related test artifacts, to document the systems integration,

interface, and trading partner testing scope and detailed test cases. A final version

of this deliverable will include pass/fail test results, to be provided to the State for

review no later than end of month six (6) of the implementation timeline or as

defined in the project schedule.

a

a

Production EDI files will be used for high-volume testing, to maximize test

coverage for the myriad of possible transaction data combinations.

A two-month window for trading partner testing will occur in the User Acceptance

Test EDI and MMIS test environment. Trading partner testing will be enabled via

MMIS systems such as the Provider Portal website and supported by the Contractor

EDI coordinator and Contractor technical staff. Trading partners willbe encouraged

through Provider communication and outreach, to submit test transactions to ensure

readiness.

Updated EDl-related business documentation where necessary, for ProVider-facing

information and instructions on use of EDI services, to be provided to the State for

review no later than end of month six (6) of the implementation timeline or as

defined in the project schedule.

o
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Provider communications activities and deliverables will be jointly agreed upon

with the State and identified in the detailed Project Work Plan deliverable.

vi. Implementation Budget
The project budget for implementation of the enhanced EDI service is planned as fixed
price, one-time costs to be invoiced based on State acceptance of the following schedule

of deliverables.

Enhanced EDI Service
Implementation Deliverable

Fixed Price Charge

Claim Compliance Analysis testing
and design

$93,750

Acceptance of Project Work Plan,
EDI Interface Design, and
transaction crosswalk deliverables;
EDI Service Model Office and

UAT test environments are

installed

$100,000

lmplementation Proj ect Complete,
Trading Partners migrated to
enhanced EDI Service, all Project
deliverables accepted

$250,000

Total One-Time Costs $443,750

G. Provider Services Enhancement Project
The Provider Management Module (PMM) is a project under the MMIS Program and is part

of the overall MMIS Road Map as presented to CMS. The PMM project is a high priority

legislative initiative aimed to reduce the timeframe to enroll Medicaid Providers. The bill
that has been introduced is S.282,htps://legislature.vermont.gov/bill/status/2018/S.282. The

bill requires the State to complete scree4ing and enrollment for an applicant to be a

participating Provider in the Medicaid program within 60 calendar days after receiving the

application, direct the State to identifu and report on the main concems of the participating

Providers, and to make recommendations for any necessary changes to the Medicaid fraud

and abuse statutes. Further specifications are defined in Exhibit 3 to Attachment A.

The Contractor will deliver the enhanced Provider Services SaaS, which will be utilized by

Providers, the State, and the Contractor in continued performance of the Contractor's

Provider Services fiscal agent (FA) responsibilities as described in Exhibit 3,, Provider

Services Enhancement Project Scope of Work.

The project budget for implementation of the Provider Services SaaS is planned as fixed price

costs to be invoiced based on State acceptance of the following schedule of deliverables:

DDI Phase Deliverables Included Payment
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Planning and
Installation

Install Test Environments
Project Management Plan

Quality Management Plan
Data Conversion Specifi cations
Testing Artifacts - initial version
Training Plan

$450,000

Integration Testing
and User Acceptance
Testing

Business Confi guration Specifi cations
Documentation
Testing Artifacts - Final Versions
Requirements Traceability Matrix (RTM)
Training Rosters

$722,826

Implementation Operational Checklist and Results
Solution Documentation for Software
Modules
Interface and Deployment Specifi cations

$1,150,000

Certification Certification Management Plan
CMS Certification Checklists deliverables
Certifi cation Acceptance

$700,000

Total $3,0221826

H. Electronic Visit Verification Project
The purpose of the project is to ensure the State is compliant with Section 12006 of the 21st

Century CURES Act, which was passed by the U.S Congress in December 2016 and

mandates States to implement Electronic Visit Verification (EW) solutions for defined

personal care services. Non-compliance of the requirements can lead to a reduction in the

Federal Medical Assistance Percentage (FMAP) for the associated personal care seryices.

The Contractor will deliver the EW solution as SaaS which willbe utilized by personal care

providers, the State, and its agents. The following software modules will be made available

via the Intemet:
o Santrax Electronic Visit Verification
o Santrax Provider EW Portal
o Santrax Consumer Directed Care Fiscal Portal
o Santrax Jurisdictional View Portal

The Contractor shall provide an electronic visit verification system that meets the following
requirements:

. The Electronic Visit Verification system will be available for personal care services

effective June 1, 2020 or as agreed to by the State and CMS;
o The Electronic Visit Verification system will be available for receiving data from

home health service systems effective January 1,2020;
o The Electronic Visit Verification system must be compliant with Section 12006 of

the 21st Century Cures Act
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Data exchange between the EW solution and existing State and Contractor systems will
occur ur rp"rifi.d in Attachment A, Exhibit 4 Electronic Visit Verification Project Statement

of Work to enable the EW solution and to provide EW data to MMIS systems to enhance

operational progftIm oversight of personal care seryices.

Limited training for use of EW software is included in the implementation scope. Ongoing

support of EW modules includes regular software updates and user help desk support'

The project budget for the implementation phase of the EW solution is planned as fixed

price costs to be invoiced based on State acceptance of the implementation deliverables.

Ongoing service charges shall be billed at the rates and frequencies specified in Table A

below. EW Certification and customizationrequests shall be billed in accordance with State

approved Specification Orders not to exceed the budgeted amounts listed below.

Table A: EW Implementation / Operations Budget

Phase Deliverables Included Payment
Billing
Frequency

Total
Budget per
Line ltem

Implementation

Implementation deliverables to be
paid as specified in Attachment A,
Exhibit 4 Electronic Visit
Verification Solution Statement of
Work

$784,400 Per Exhibit 4 $784,400

EW Support
Ongoing support, as specified in
Attachment B, Section 5 A. MMIS
Operations of this document.

$7,273.33

Monthly,
beginning
Uy2020

$174,560

EW Operations

Minimum transactional service
charges, as specified in Attachment
B, Section 5 A. MMIS Operations
of this document.

$5,437.46 Monthly $130,499.10

Operations -
Visits per
member per
month (PMPM)
over minimum
transactions,
Billed as

Utilized

Excess EW Transactions
Estimates as specified in Section B
i.v. Volume and Accounting section
of this document. EW Recuning
Visit Fee represented here is
estimated only for budget purposes.

$0.225 per

transaction

ovbr the

minimum
transaction

ceiling

Monthly $130,498.66

Operations -
Aggregator
PMPM Billed As
Utilized

Aggregator fee PMPM as specified
in Section B i.v. Volume and

Accounting section of this
document. Fee represented here is
estimated only for budget purposes.

$1.375 per

Member per

month

Monthly $82,474.22

Certification
Services - Billed
as Utilized

Outcome-based certifi cation scope

will be authorized against this
budget via Specification Orders.

$355,306

Per

Completed

and State

Approved

$355,306
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Specification
Order(s)

Customization
Requests -
Billed As
Utilized

Additional customization work for
EW modules or MMIS to suPPort

State business requirements, will be

authorized against this budget via
Specification Orders.

$100,000

Per

Completed

and State

Approved

Specification
Order(s)

$100,000

Training Revised
Scope

For CDS webinars as identified in
Attachment A Exhibit 4

$7,872 Per Exhibit 4 s7,872

Additional PM
support

For Contractor Project Manager for
January 2020 tlvotgh June 2020 to
support extended CDS
implementation window

$28,533.33 Monthly $171,200

I. Payer-Initiated Eligibility Information Exchange (PIE) Transaction
ThL scope of this project is for the Vermont MMIS system to support the CMS standard for

transmiJsion of Payer-Initiated Eligibility Information Exchange (PIE) Transaction data to be

received from carriers such as Blue Cross Blue Shield of Vermont, Cigna, and

MVP. Existing data matching reports will be leveraged with these new sources of member

eligibility data for Coordination of Benefits purposes. Additional enhancements will be made

in support of improved member matching and automation of COB information into the

State's ACCESS system. MMIS technical work activities will include analysis, design,

construction, testing, and project management. Testing effort will include integration testing

between MMIS and ACCESS systems, as well as support of testing with additional carriers.

PIE Data Match Activity
Hour

Estimates

Analysis and Design 100

Construction and Testing 325

Project Management 75

Subtotal Hours Estimate 500 hours

J. New Medicare Card Project: Completed

Medicare Card Project work concluded in May 2018. There is no further work planned for

this project and the Contractor shall make no further claim for payment for this project.

The-State received an approved IAPD from CMS for support of the Medicare Card project,

including work to be done in the MMIS system.

Congress passed Medicare Access and Children's Health Insurance Program Reauthorization

act (ueCRA) of 2015 (PL 114-10) on April 16,2015. Section 501 of MACRA requires

CMS to remove the Social Security Numbers (SSNs) from Medicare cards and replace with a

Medicare Benefi ciary Identifi er (MBI).

Policies and systems were examined, the appropriate changes identified, and modifications

tested prior to CMS distributing new Medicare cards. MMIS required modification to
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integrate with other State systems in order to accommodate the load, storage, display, and

reporting of a new MBI identifier for members. The project timeline for MMIS project

"tt^*g.JAigned 
with the schedule proposed in the IAPD. Construciion and functional

systems testing of MMIS occurred in September 2077 through March 2018, with integration.

testing and implementation activities for MMIS changes occurring from January through May

of2018.

Medicaid Card Proiect -VT MMIS System Changes

REQUIREMENTS DEFINITION AND AIIALYSIS
CONSTRUCTION AND TESTING BATCH

Produces the rekr650v report - Medicare Suspect Recipient. Ran Monthly and contains

the HICN
medi.dat file that contains the HICNProcesses the

Processes the file the HICN.

Creates the PDP 820 Premium file that contains the HICN.

Creates the PDP Premium Remittance that contains the HICN. Mailed to PDPsReport

Creates the Medicaid Remittance Advice. Claims that are denied for Medicare on the

members Medicare ID printed on the RA.RA have the

Creates the GCR rect extract that contains the HICN

Uses the presence of a HICN to set a recipient Medicare indicator to a I in the

t recipient info table in EVAH
TMSIS file creation, includes the HICN.

TMSIS file creation, includes the HICN from crossover claims that have it.

TMSIS Inpatient file the HICN from crossover claims that have it.includes

TMSIS Nursing Home file creation, includes the HICN from crossover

it.
claims that have

TMSIS Other file creation, includes the HICN from crossover claims that have it.

TMSIS Pharmacy file includes the HICN from crossover claims that have it.

file sent to Medicare monthlv that contains the members HICNCreates the COBA

Creates the COBB file sent to Medicare monthlv that contains the members HICN

Screens
the HIC #LIS Information -

the HIC #and allows
the HIC #and allows

Header -
Base -

Other Insurance - Displays the HIC #
Tables
t re medcr id table

27s.25Total Hours
$33,555.28Total Cost
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K. Presumptive Eligibility (PE) Project: Complete

Presumptive Eligibility Project work concluded in March 2018. There is no further work
planned for this project and the Contractor shall make no further claim for payment for this

project.

Vermont hospitals may determine presumptive eligibility as allowed under 42 CFR 435.1110.

The State provides Medicaid coverage for individuals under this provision, consistent with

Vermont DCF Health Benefits Eligibility and Enrollment rule 66.04. Enhancements to the

MMIS system were needed to align with ACCESS eligibility system enhancements, where

MMIS receives, for purposes of claims processing, an eligibility record with one of multiple

new aid categories to identiff members who have received presumptive eligibility. MMIS

eligibility inquiry features and financial reporting were updated by the Contractor, to provide

presumptive eligibility information.

Summary Developer AnalysUPM

DEFINITION AND ANALYSIS 40 20

CONSTRUCTION AND TESTING
UPDATE MMIS COPAY LOGIC TO EXCLUDE
PRESUMPTIVE ELIGIBILITY AID CATEGORY

J J

ADD 2 FINANCIAL REPORTING NEW SUB

BUCKETS I.]NDER GLOBAL COMMITMENTS
FOR PE

25 l5

ADD NEW AID CATERGORIES FOR
PRESUMPTIVE ELIGIBILITY PROGRAM

50 20

MODIFY THE DAILY ELIGIBILITY FEED TO
ACCEPT FOUR NEW AID CATEGORY CODES

10 5

MODIFY ELIGIBILITY VERFICATION SYSTEMS
TO ACCOMMODATE NEW PRESUMPTIVE
ELIGIBILITY PROGRAM

25 10

IMPLEMENTATION SUPPORT 40

Subtotal Effort Hours 193 73

Total Hours 266

L. Medicare Grant Project: Complete

Medicare Grant Project work concluded in July 2017.There is no further work planned for
this project and the Contractor shall make no further claim for payment for this project.

MMIS processes the Medicare Blueprint and Community Health Team (CHT) payments on

behalf of the State through a Medicare Grant effective llll20l7 . Funding originates from CMS

for Medicare beneficiaries and the State pays the Providers on behalf of Medicare.

The following enhancements to MMIS were completed via State only funding. A one-time

amount of $13,200 was invoiced upon completion and promotion to MMIS production of these

changes:

o The MMIS uses Medicare Blueprint rates each month to generate lump sum Medicare
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areas:

Blueprint payments. The Medicare CHT payments are processed quarterly.

A special progftIm payment type and financial reason codes will identi$r the

payments.

The MMIS screen Provider Special Program (PRSP) is used to enter and maintain the

providers who are eligible for the Medicare Blueprint and CHT payments and the

Reference Special Program Rates (RFSP) screen is used to enter and maintain the

rates.

Two new special program payment types (BM - Blueprint Medicare, CM - CHT

Medicare) and two financial reason codes were assigned to the payments. (Financial

Reason Code 361- Medicare Blueprint Payment and362 - Medicare CHT Payment)

The FBR (Financial Balancing Report) was updated to report the Medicare Blueprint

and CHT payments in the'oFederal" bucket, sub-bucket of None.

M. Provider 6028 Project: ComPlete
The VT Provider 6028 Project concluded in April 2017 and was supported by an

Implementation Advance Planning Document (IAPD) with CMS. There is no further work
planned for this project and the Contractor shall make no further claim for payment for this

project.

ACA Rule 6028 introduced guidelines to State Medicaid Agencies regarding Provider

Credentialing and Certification for Providers who are participating and being reimbursed by

the Medicaid program. This project identified and performed several enhancements to the .

MMIS system and identified process changes to meet these compliance guidelines.

The Provider project scope included detailed process analysis, systems design, construction,

and of enhancements in the

a

a

O

a

Biltine Provider 6028 Project DescriptionItem # Item
$0.00 MMIS System and Integration Testing Phase of the

LexisNexis File Exchange process and LexisNexis
Base Package Files. MMIS Construction, System and

Integration Testing of the Advanced Package Files.

455.4rRef.42 CFR 4s5.43 455.452

1 MMIS LexisNexis
File Exchange

Create a Manual Process for Collecting of Provider
Enrollment Fees and MMIS modification to create a

new screen to capture if they have paid the fee to
Medicare, to another Medicaid program, or to Vermont
Medicaid. Create new financial transactions to capture

the enrollment fee under the refund functionality in the

MMIS.
Assumption: Estimate assumes a manual process for
updating the new Enrollment Fee information in the

MMIS.
Ref.42 CFR 455.46

Collection of
Provider
Enrollment Fees

$0.002



Srarn or VnnuoNr
Dup.q.ntvrnNT oF VnnuoNr IInAr,rH Accnss
DXC Tncnxor,ocv Srnvrcns LLC

Plcn 16 or 82
CoNrnacr #35485

AvrnNnivrnnr #4

Item # Item $illing Provider 6028 Project

3 LexisNexis -
MMIS Automated
Processes

$2,360.94 The Provider Updates 2014 Project introduced the

LexisNexis Advanced Package of data files to the

MMIS. This item is to build upon the data available in
these files. The Contractor will work with the State to

review data in the post-production data feeds and

recommend processes to automate data updates in the

MMIS. Possible items that could be built under this
item include: Updating Provider License Expiration
Dates, Updating Provider DEA, and DEAX Expiration
Dates, AddingAJpdating/Deleting Provider Service

Address Information, Modification to Provider Risk
Assessment Level, etc.

Ref. 42 CFR $ 455.412(a)(b), $ 455.436

4 Automated
Welcome Letters
and Revalidation
Acknowledgemenl
Letters

$434.20 Welcome Letters are manually generated when new

Providers are enrolled in the Vermont Medicaid
Program. There are four different types of letters
generated. A new requirement to the MMIS is to
generate an acknowledgement when a provider
revalidates their credentials and renews their
enrollment in the Vermont Medicaid Program. This
item is to automate the generation of both the Welcome
Letters and the Revalidation Acknowledgement
Letters.

5 Fingerprint
Background
Screenings for
Providers and
Disclosing Entities

$0.00 This item includes time to incorporate Fingerpnnting
into the MMIS Provider Credentialing Process. There

is not currently enough information at this time to
provide a detail analysis of impacts to the MMIS.
Estimate includes efforts to create a Screen to capture

those providers who have been Fingerprinted, when
that occurred, and simple Provider Reports to list the

new Fingerprinting data.
Assumption: Estimate assumes a manual process for
updating the Fingerprinting data in the MMIS.
(DAIL's Fingerprinting Efforts is separate from the

MMIS Fingerprinting efforts/process.)
Estimate does not include any cost associated with
Third Pwty Vendors which may be necessary to
perform Fingerprinting and the background checks.

Ref.42 CFR 455.434 and and 455.4501

Total Project Cost $2 795.14
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4. The following four (4) Functional Requirements are hereby moved from its unintentional
placement in Exhibit 2 to Exhibit 1.0 Section A (Providers) of the Functional and Technical
Requirements for Base Services beginning on page26 of 106 of the base agreement:

5. Exhibit 1, Section F beginning on page 45 of 106 of the base agreement, as incorrectly
referenced in Amendment 3, is hereby deleted and replaced with the following update to
Exhibit 1, Section F:

F. Data Services Technical Non-Functional

1.89 Resolve all calls within 14 days, excluding the time where the issue is with the State

1.90
Respond to all written inquiries within 14 days of receipt forwarding to the State when

necessary no later than l5 days from receipt.

I 9 1
90Va of allProviders surveyed must provide a response of "satisfied" or "very
satisfied"

Provide back-up solution for AVRS to ensure downtime is limited to a max of thirty
(30) continuous minutes

1.92

Req. # Requirements

6.1 Maintain MMIS systems documentation, in adherence to recognized systems

development life cycle structured approaches and state-specific documentation

standards, including:
- Vermont MMIS System Documentation, including documentation of

subsystems
- Edit and audit listing with detailed criteria (e.g. Reso page specifications)

- Pricing rules documentation (e.g. Claims Pricing Manual)
- Software Development Documentation
- Systems Test Documentation
- Operating Procedures for MMIS systerns support (automated and manual)

- Business Continuity and Disaster Recovery Plan
- Database documentation (e.g. MMIS Data Dictionary) ,

- Value tables with code value listing and descriptions (i.e. Codes Reference

6.2 The Contractor shall transfer data copies of production database tables to AHS via a

formal Extraction Transformation and Loading (ETL) process on a mutually agreed

means and routine basis e. weekl

6.3 The State has the authority to audit the currency of all system documentation with 10

of notice. If documentation is not the Contractor will it
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Req. # Requirements

within 30 calendar days, or a period of time mutually agreed to by the State and the

Contractor
6.4 Provide for offsite disaster recovery of core MMIS online and batch applications,

excluding OnDemand and Business Objects, at a backup data center location, in the

event of a disaster impacting the availability of core.MMIS at the primary data center

location
6.5 The MMIS must be protected against hardware failure, software malfunction, and

human error. The MMIS includes appropriate checkpoint/restart capability and other

features to ensure reliability and recovery, including telecommunications reliability.

For purposes of this contract, "disaster" means an occurence(s) of any kind that

adversely affects, in whole or in part, the error-free and continuous operation of the

MMIS, and/or affects the performance, functionality, efficiency, accessibility,

reliability, and security of the system. Disaster events may include natural disasters,

human effor, computer virus, sabotage, terrorism or a malfunctioning of the hardware

or electrical
6.6 Prepare, provide to the State prior to the start of operations, a Business Continuity

and Disaster Recovery Plan. At a minimum, the preliminary Business Continuity and

Disaster Recovery Plan must include specifics regarding:
- Checkpoint/restartcapabilities
- Hardware backup for MMIS application servers and storage

- Contractortelecommunications equipment.
- Network backup for telecommunications to ensure that committed

transactions are backed-up off-site.
- Continued processing of transactions (e.g., claims), assuming the loss of the

Contractor's primary processing site; this will include interim support for
MMIS online functionality.

- Back-up procedures and support to accommodate the loss of online
communication

- Contractor's processing site; these procedures will not only provide for the

batch entry of data and provide the Contractor with access to information
necessary to adjudicate claims but will also provide the State with access to

the MMIS online application necessary to perform its functions.
- File and software backup accommodations and procedures, including the off-

site storage and retention of crucial transaction and master files; plan and

procedures will include a detailed schedule for backing up critical files and

their rotation to an off-site storage facility; the off-site storage facility will
also provide for comparable security of the data stored there, including fire,

sabotage, and environmental considerations.
- Maintenance of current system documentation and source program libraries at

an off-site location.
- Develop back-up procedures to support requirements for State approval,

including safe off-site storage and copying of programs and data files of the

MMIS
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Req. # Requirements

6.7 Establish and maintain:
- Complete daily backups that are adequate and securely stored, for all software

and operating programs; data, files, and system, operations, and user

documentation (in electronic and hardcopy).
- A complete weekly backup that is adequate and securely stored in an

approved off-site location, for all software and operating programs; data,

files, and system, operations, and user documentation (in electronic and

hardcopy).
- Complete backups that support the restoration and recovery of lost or

data or software within two calendar

6.8 Maintain or otherwise arrange for an altemative site for use in the event of a
catastrophic or other serious disaster event. This site must provide for complete

restoration of normal operations, as well as other systern and services deemed

the State

6.9 Specifr the respective time frames deemed reasonably necessary for complete

recovery. The recovery period shall not exceed two calendar days for critical
functions: MMIS claims batch functions including claims and financial batch

processing for pa5rments to providers; and availability of MMIS online screens for
claims, prior authoization, provider managanent, provider enrollment, reference,

and third-party liability maintenance features. The recovery period for all other

MMIS functions (including OnDemand, Business Objects, AVR, and non-critical
online MMIS screens) shall not exceed 30 calendar days. Implement all steps

necessary to fully recover the data andlor system from the effects of a disaster and to

reasonably minimize the recovery period.

6.10 Demonstrate disaster rocovery capability for production system environment

components which are dedicated to Vermont use and with critical (2 day) recovery
periods, no less than every calendar year or coincident with significant changes to

MMIS core systems. Documentation of failover test results must be provided to the

State. The Vermont Disaster Recovery Plan will also address availability and

recovery approach for non-critical and shared systems components, which are outside

the of the Vermont failover test.

6.11 If the MMIS becomes unavailable during the contract period, the State may require
the Contractor to convert to the failover site. In this event, the Contractor will not be

allowed to return to the original site without State approval. State approval will
depend upon the Contractor's ability to demonstratethatthe original site is again fully

and that all are available.

6.12 Maintain reporting database claims history retention for 10 years

6. Exhibit 1, Section J beginning on page 52 of 106 of the base agreement is hereby deleted

and replaced with the following update to Exhibit L, Section J:

J: Privacy and Security Requirements:
The Contractor and State will establish written agreements for the requirements in Section J, to

speciff applicable systems, tools, and approach to completion of privacy and security
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deliverables. At a minimum, the Contractor must provide the following deliverables to the State

at the frequencies listed below:

Requirement
#

NIST 8OO-53/IRS
Reference

Taskname Periodicity Due to State

Attestation Deliverables due to the State

10.1 AC-2 Weekly Privileged Account
review - attestation

Weekly
(minimum)

Quarterly to
State

10.2 AU-6 Audit log review -

attestation
Weekly
(minimum)

Quarterly

10.3 AC.2 System Access review -
attestation

180 days 180 days/6
months/ bi-
annually

10.4 AC-2 Roles review for separation
of duties - attestation

Annual Annual

10.5 CP-3 Contingency plan
review/test -attestation

Annual Annual

10.6 RA-3 Risk Assessment -
deliverable

Annual Annual

10.7 AT-2 Awareness training -

attestation
Annual Annual

10.8 Document-wide Security Policy review -
attestation

Annual Annual

10.9 CA-2 System-wide Security
Assessment - attestation or
independent assessment

Annual Annual

10.10 SA-11 Static/Dynamic Code
Analysis or peer review -
attestation

Major release
or wlten
security
impact
trissered

Event
Trigger/As
necessary

Exercise to be Performed with the State
10.11 tP.-213 Incident Response Plan

review & training -
participation in IR tabletop
exercise

Annual Annual

DeHverables due to the State

10.12 CA-7 Continuous
monitoring/S ecurity metrics
report - deliverable

Monthly Quarterly

10.13 PM-4 POAM Review -
deliverable

Quarterly Quarterly

10.14 RA-5 Vulnerability Assessment -
deliverable

Quarterly Quarterly

10.15 CA-8 Pen test - deliverable Annual or
when
security

Annual/Event
Trigger/As
Necessary
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impact
trissered

10.16 C}Jf-z System Security Plan
update - deliverable

Annual Annual

t0.17 CP-2 Disaster recovery
presentation and Review -
deliverable

Annual Annual

7. Exhibit 2 Service Level Requirements beginning on page 54 of 106 of the base agreement,

and as previously amended, is deleted and replaced by the following Exhibit 2, Service

Level Agreement: 
Exhibit 2

Service Level

100% within 5
business days

Cumulative CreditNotification of
Incorrect PaymentsSLA #1

Cumulative CreditAdjudicate Claims
Within l5 Days

80.0% within 15

calendar daysSLA #2

Cumulative Credit90.0% within 30
calendar daysSLA #3

Adjudicate Claims
Within 30 Days

99.0% within 90
calendar days

Cumulative CreditAdjudicate Claims
Within 90 Days

SLA #4

$1,000/month
Adjudicate Claims
Within 150 Days

100.0% within 150

calendar daysSLA #5

$5,000/month
Less than 3.jYo enor
rateSLA #6 Claim Error Rate

Cumulative Credit100% within 5

business daysSLA #7
Timely Reference
Updates

Cumulative CreditLess than 5.0o/o errot
tateSLA #8

Reference Error
Rate

a

FJ()

Cumulative Credit100% within 30
calendar daysSLA #9

Mail
Accident/Injury
Questionnaires

Cumulative Credit100% within 30160
calendar daysSLA #10

TPL Referral &
EOB Verification

Cumulative CreditDisposition Cash
100% within 45
calendar daysSLA #1 1

100%within24
calendar days

Cumulative CreditDeposit CashSLA #12

Category SLA # SLA Title Target Service Level Credit
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SLA #13 Aged AR Letters
100% within 30160190

calendar days
Cumulative Credit

SLA #14
Bank
Reconciliation

100% within 30
calendar days

Cumulative Credit

SLA #15 Financial Draw
lO0% within 2
business days

$1,000/month

SLA #16
Financial
Balancing Report
GBR)

100% within 2

business days
$1,000/month

sLA #17
Timely Financial
Requests

100% within 5

business days
Cumulative Credit

SLA #18
Financial Request
Error Rate

Less than 5.0o/o enor
rate

Cumulative Credit

&r!a
o
&A

SLA #19
Acknowledge
Provider Inquiries

100% within 2

business days
Cumulative Credit

SLA #20
Provider Call
Center

100% availability per
calendar month; M-F
8AM-5PM

Cumulative Credit

SLA#21 Call Abandon Rate Less than 9.0% Cumulative Credit

SLA#22 Enrollment
100% within 30
business days

$1,000/month

sLA #23
Load Electronic
Claims

100% within 24 hours Cumulative Credit

SLA#24
Drug Claim
Transactions

100% within 48 hours Cumulative Credit

SLA #25
System
Availability -
Internal Facing

9950% availability
per calendar month
M-F 6AM-6PM

Cumulative Credit

SLA#26
System
Availability -
External Facing

99.50% availability
per calendar month;
24/7

$1,000/month

SLA#27 User Accounts
90.0% within 5

business days
Cumulative Credit

Fl

&
rqz
rJJ('

SLA #28 Key Staff
100% within 60
calendar days

$200/day out of
compliance

SLA#29 System Changes
100% completed as

expected

$500/occurrence. 20%o

recoupment of total CSR-
related hours invoiced to
that deliverable. The
correction(s) needed will
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be performed without
additional cost to the SOV

SLA #30
Incurred Fees &
Penalties

100% free of fees &
penalties

$500/occurrence plus
damages

SLA #31 1099 Files 100% by January 31st
The amount imposed by
the IRS for each and every
individual incident.

SLA #32
Client
Communications

95.0% by the next
business day

Cumulative Credit

SLA #33
Service Level
Reporting

100% within specified
timelines

$1,000/month

SLA

Notiff the state within 5 business days of the discovery of overpayments,

duplicates or incorrect payments. Provide the State with a corrective action

plan for detailed report on the payment errors with recommendation
(adjustment, recoup, other) within 5 business days of notice of incorrect
payment.

DESCRIPTION

100% within 5 businessTARGET
EXCEPTIONS None

Notification will be sent directly via email to MMIS M&O, Provider &
Member Relations, and any other relevant stakeholders. Summary and

detailed reports will be stored on DXC's SharePoint site each month;

reported by the 1Oth of the following month.

REPORTING
EXPECTATIONS

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION Adjudicate 80.0% of claims (excluding drug claims) within 15 calendar

Cumulative Credit

of
80.0% within 15 calendar days ofTARGET
Excludes drug claims (claim type D); Not limited to clean claims.EXCEPTIONS

REPORTING
EXPECTATIONS

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.

Adjudicate 90.0% of claims (excluding drug claims) within 30 calendar

Cumulative Credit

days of receipt

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

90.0% within 30 calendar of receiptTARGET
Excludes drug claims claim D ; Not limited to clean claimsEXCEPTIONS
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RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION Adjudicate 99.0% of claims (excluding drug claims) within 90 calendar

Cumulative Credit

days of receipt.

TARGET 99.0% within 90 calendar days of recei

Excludes claims claim type D Not limited to clean claims.EXCEPTIONS
Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 10th of the following month.
REPORTING
EXPECTATIONS

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION Adjudicate 100.0% of claims (excluding drug claims) within 150 calendar

Cumulative Credit

days ofreceipt.

100.0% within 150 calendar days ofTARGET
Excludes drug claims claim D); Not limited to clean claimsEXCEPTIONS
Summary and detailed reports will be stored on DXC's SharePoint

month; reported by the lOth of the following month.
site eachREPORTING

EXPECTATIONS

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION Maintain an effor rate of less than3.0%o on all claims

by a resolution clerk. 3 claims per resolution clerk per day will be verified
by the Quality Assurance analyst.

$1,000 per month

manually processed

Less than 3.0%p for the resolution team monthTARGET
If any one resolution clerk has an individual error rate of 3.0o/o or higher,

DXC will provide additional support/haining to the clerk. Details of the

effors will be available to the State upon request.

EXCEPTIONS

Summary and detailed reports will be stored on DXC's SharePoint site

month; reported by the last business day of the following month.
eachREPORTING

EXPECTATIONS

Complete reference file updates within
complete authorized request or within 5

5 business days of receipt of
business days of effective date of

$5,000 per monthRESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

100% within 5 businessTARGET
If the effective date of the change is more than 5 business days in

will be completed within 5 business days of the effective change.
the future,

the update
EXCEPTIONS



Surr or VnnvroNr
Drpl,nrnnnNT oF VERMoNT Ilnll.rn Accnss
DXC TncnNolocv Snnvrcns LLC

REPORTING
EXPECTATIONS

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.

Plcn 25 or 82

Coxrru,cr #35485
AvmxwnNr #4

Maintain an effor rate of less than 5 .0%o on reference file updates processed.

Sample size must be at least 30% of the total updates completed during the

calendar month.

Cumulative CreditRESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

Error rate of less that 5.0oh per monthTARGET
EXCEPTIONS None

REPORTING
EXPECTATIONS

Summary and detailed reports will be.stored on DXC's SharePoint site each

month; reported by the lOth of the following month.

Produce and mail accident/injury questionnaires to members within 30

calendar days from cycle date.

Cumulative CreditRESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

TARGET 100% within 30 calendar days

NoneEXCEPTIONS
REPORTING
EXPECTATIONS

Summary and detailed reports will be stored on DXC's SharePoint site each

month;reported by the 1Oth of the following month.

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION Perform follow up and verification of changes on all TPL refenals within
30 calendar days of receipt and all TPL EOBs within 60 calendar days of

Cumulative Credit

reciept.
L}}%within 30160 calendar days of receiptTARGET

EXCEPTIONS Exclude the number of calendar days that the referral or EOB is with the

SOV from the total number of calendar days.

REPORTING
EXPECTATIONS

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.

Cumulative Credit

within 45 calendar days of deposit.Disposition all cash receipts

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION
100% within 45 calendar days of depositTARGET
NoneEXCEPTIONS
Summary and detailed reports will be stored on DXC's SharePoint site

month; reported by the 1Oth of the following month.
eachREPORTING

EXPECTATIONS
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DESCRIPTION Deposit within 24 hours of receipt.

100% within 24 hours of receiptTARGET
NoneEXCEPTIONS
Summary and detailed reports will be stored on DXC's SharePoint site each

month;reported by the 1Oth of the following month.
REPORTING
EXPECTATIONS

Send letters to providers when their AR has aged to 30, 60, and 90 calendar

Cumulative Credit

days.

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

100% within 30/60190 calendarTARGET
NoneEXCEPTIONS
Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month
REPORTING
EXPECTATIONS

Perform bank reconciliation within 30 calendar days of month end.

Cumulative CreditRESULT OF
FAILURE TO
MEET TARGET4
DESCRIPTION
TARGET 100% within 30 calendar days

NoneEXCEPTIONS
REPORTING
EXPECTATIONS

Summary and detailed reports will be stored on DXC's SharePoint site

month; reported by the 1Oth of the following month.
each

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION Produce financial draw, reports and letters within 2 business days after
completion of the financial payment cycle.

Cumulative Credit

TARGET 100% within 2 business days

NoneEXCEPTIONS
Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.
REPORTING
EXPECTATIONS

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION Produce weekly FBR within 2 business days after completion of

$1,000 per month

financial

100% within 2 business daysTARGET
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Summary and detailed reports will be stored on DXC's SharePoint site

month; reported by the 1Oth of the following month.
eachREPORTING

EXPECTATIONS

Complete financial requests within 5 business days of receipt of complete

authorized request or within 1 business day of effective date of change.

$1,000 permonthRESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

TARGET I}}%within 5 business days

EXCEPTIONS If the effective date of the change is more than 5 business days in the future,

will be completed within I business days of the effective change.the update

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the lOth of the following month.
REPORTING
EXPECTATIONS

Maintain an error rate of less than 5.0o/o on all

Cumulative Credit

financial

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION
Error rate of less than 5.IYo monthTARGET
NoneEXCEPTIONS
Summary and detailed reports will be stored on DXC's SharePoint

month; reported by the 1Oth of the following month.
site eachREPORTING

EXPECTATIONS

Acknowledge all provider voice messages, emails, and written
communication by either phone ot email within 2 business days of receipt
to let the provider know the inquiry has been received and will be

Cumulative Credit

addressed.

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

TARGET 100% within 2 business days of
Acknow does not constitute a resolution of the issue or question'EXCEPTIONS

REPORTING
EXPECTATIONS

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.

Maintain provider call center every Monday - Friday from 8:00 AM EST -

5:00 PM EST, with minimum of 5 call center agents.

Cumulative CreditRESULT OF
FAILURE TO
MEET TARGET4
DESCRIPTION

100% availability per calendar month Monday - Friday from 8:00 AM EST

- 5:00 PM EST
TARGET



Surn or VnnuoNr
Dr,plnrvrnNT oF' Vrnuoxr Hnar,rn Accnss
DXC Tncrnvor,ocv Snnvrcns LLC

EXCEPTIONS

Plcn 28 or 82

CoNrru,cr#35485
AnnnNnvrnxr #4

The call center may close for up to l-hour at a time for a total of 3 hours per

month for team meeting and trainings. No less than 3 call center agents

should be break and/or lunch times.

Compete all new enrollments, re-enrollments, and revalidation enrollment

requests submitted either electronically via Provider Portal or via paper by
the within 30 business of

The number of days that the enrollment is with the SOV for action shall not

be counted against this SLA. Examples include, but are not limited to: site

visits and state reviews

Summary and detailed reports will be stored on DXC's SharePoint

month; reported by the 1Oth of the following month.
site eachREPORTING

EXPECTATIONS

Maintain call abandon rate of less that9.0Yo.

Cumulative CreditRESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION
Less than 9.0%TARGET
Special considerations will
high due to new initiatives

be given at times when call volume is especially
that result in provider inquiries. This exception

will only be valid if there is approval by the DVHA Provider & Member

Relations Director

EXCEPTIONS

Summary and detailed reports will be stored on DXC's ShareP

month; reported by the 1Oth of the following month.
oint site eachREPORTING

EXPECTATIONS
Cumulative Credit

100% within 30 busrness

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

TARGET
EXCEPTIONS

Summary and detailed reports will be stored on DXC's
month; reported by the 1Oth of the following month.

oint site eachREPORTING
EXPECTATIONS

Load all electronic claims within 24 hours of

$1,000 per monthRESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION
100% within 24 hoursTARGET
Crossovers may exceed the allowed number of ICNs
to mass adjustments being processed by Medicare. In those cases, any

crossover claims that cannot be loaded due to a lack of ICNs will not be

available per day due

this SLA.counted

EXCEPTIONS

Summary and detailed reports will be stored on DXC's SharePoint

month; reported by the 1Oth of the following month
site eachREPORTING

EXPECTATIONS
Cumulative CreditRESULT OF

FAILURE TO
MEET TARGET

EnrollmentSLA#22

Call Abandon RateSLA #2I

Drug Claim TransactionsSLA#24

Load Electronic ClarmsSLA #23
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DESCRIPTION Process transactions within 48 hours of
TARGET l00Yo within 48 hours

EXCEPTIONS None

REPORTING
EXPECTATIONS

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.

Maintain access to all internal facing applications every Monday - Friday
6:00 AM EST - 6:00 PM EST with 99.5% availability per month. Internal
(DXC and State of Vermont) facing applications include: MMIS/AIM,
OnDemand, BusinessObiects, SharePoint.

Cumulative CreditRESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

TARGET 99.5% availability per calendar month Monday - Friday 6:00 AM EqT -
6:00 PM EST

EXCEPTIONS If downtime needs to be scheduled, at least one business day notice will be
provided to stakeholders.

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.
REPORTING
EXPECTATIONS

Maintain access to all external facing applications with 99.5% availability
per month. External (public/provider) facing applications include:
VTMedicaid.com website, provider portal, electronic data interchange
(EDD, PES, Provider Management Module (PMM) portal, AVRS
elieibilitv.

Cumulative CreditRESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

99.5% availability per calendar month; 24hourslday, 7 days/week.TARGET
EXCEPTIONS None

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.
REPORTING
EXPECTATIONS

Provide user account (MMIS/AIM, BusinessObjects, SharePoint,

OnDemand, etc.) access to State of Vermont personnel within 5 business

$1,000 per month

davs 90.0% of the time.

RESULT OF
FAILURE TO

DESCRIPTION

MEET T

TARGET 90.0% within 5 business days

EXCEPTIONS None
Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the lOth of the follorrying month.
REPORTING
EXPECTATIONS

Cumulative CreditRESULT OF
FAILURE TO
MEET TARGET
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The contractor must have the required number
and working within 60 calendar days of the vacancy for the contractor's

operations at the Vermont location. Refer to the contract for the list of key

staff.

of key staff positions hiredDESCRIPTION

100% within 60 calendar ofTARGET
NoneEXCEPTIONS
Summary and detailed reports will be stored on DXC's
month; reported by the 1Oth of the following month.

SharePoint site eachREPORTING
EXPECTATIONS

$200/day out of compliance per key staff

A11 system changes (Change Requests or
perform as the State of Vermont expects

specifications, and directions. The State of Vermont change requester (state

sponsor) has the opportunity to review DXC's test plan and test results prior

to implementation. If either DXC or the SOV discovers that the system

change is not working as intended, they will noti$ the other party regarding

this SLA.

Specification Orders) must
based on their business rules,

RESULT OF
FAILURE TO
MEET TARGET

TARGET
State of Vermont change requester (state sponsor) is given the

opportunity but doep not review DXC's test plan and test results prior to
implementation, the result of failure to meet the target will be reduced to

If
and perform as intended100% of changes are

$250/occurrence.

EXCEPTIONS

Summary and detailed reports will be stored on DXC's SharePoint site

month; reported by the lOth of the following month.
eachREPORTING

EXPECTATIONS

$500/occurrence. 20oh recoupment of the total cSR-related hours

to that deliverable. The correction(s) needed for the system change willbe
performed by DXC without additional cost to the SOV

The contractor must not allow the State to incur fees, fines, penalties or
federal financial participation (FFP) losses or reduction per federal law,

rules or regulations, or actual expenses in recouping funds or property from
a third party, due to an elTor or oversight by the contractor (system or

invoiced

human error

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

100% free of incurred fees orTARGET
NoneEXCEPTIONS
Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.
REPORTING
EXPECTATIONS

The Contractor must submit timely and accurate 1099 files to the IRS

$500ioccunence plus damages

by
January 3 1 st each year.

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

SLA #28

SLA #29 System Changes

Key Staff

Incurred Fees & PenaltiesSLA #30

SLA #31 1099 Files
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TARGET 100% J 31st

8. Exhibit 4 (Electronic Visit Verilication Solution Statement of Work) is hereby deleted and
replaced with the following Exhibit O"*OrOn 

O

Electronic Visit Verification Project
Scope of Work

1. Electrqnic Visit Verification (EVV) Project
This Scope of Work (SOIV) is made subject to and will be governed by the terms and

conditions of the January 1,2017 Contract between the State of Vermont, Department of
Vermont Health Access ("the State") and DXC Technology Services LLC (the
o'Contractor"). This SOW defines the work to be performed, the responsibilities of the

parties, and key assumptions and terms guiding the implementation project (the "Project")

NoneEXCEPTIONS
Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.
REPORTING
EXPECTATIONS

The amount imposed by the IRS for each and every individual incident.

The Contractor must acknowledge State requests and inquiries within I
business day. A solution is not required in 1 business day, however, an

estimate of the time required to determine the solution should be offered to

the client. This service level applies to group email inboxes including, but
not limited to: Agency Requests, Analytics Team, Reference Team, and the

Enrollment Team.

RESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

TARGET 95.0% within I business day

This service level does not apply to email requests or inquiries sent to an

individual contractor staffs email.
EXCEPTIONS

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.
REPORTING
EXPECTATIONS

The Contractor must measure and report on 100.0% of all SLAs within the

timelines specified for each SLA.

Cumulative CreditRESULT OF
FAILURE TO
MEET TARGET

DESCRIPTION

100.0% within timelinesTARGET
EXCEPTIONS None

Summary and detailed reports will be stored on DXC's SharePoint site each

month; reported by the 1Oth of the following month.
REPORTING
EXPECTATIONS

$1,000 per monthRESULT OF
FAILURE TO
MEET TARGET

Service Level ReportingSLA #33

SLA #32 Client Communication
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for delivery of the EW Solution (the "solution"). Contractor will partner with the leading

EW Software Vendor, Sandata Technologies, LLC (the "Supplier") to implement a

software-based services solution to support the State's compliance with the CURES Act.

The term of this SOW is no later than4 months from date of signature through end date of
Contract #35484.

2. Purpose and Scope
The purpose of the project is to assist the State in complying with Section 12006 of the 2lst
Qentury CURES Act, which was passed by the U.S Congress in December 2016 and

mandates States to implement EW solutions for defined personal care services by January

1,2020. Non-compliance of the requirements can lead to a reduction in the Federal Medical

Assistance Percentage (FMAP) for the associated personal care services.

Table 1 below summarizes the Software as a Service (SaaS) modules, MMIS feature

enhancements, and implementation services planned for deployment as a result of recent

scoping discussions with State leaders. Items listed as optional may be added to the overall

scope. At this time, all items are included in the Table A EVV Implementation lOperations

budget in the EW Project section of Attachment A.

Table L. State Selected EW SaaS MMIS and Services

In ScopeSaaS Moduleo MMIS' Featureo or
Service

YesSandata Mobile Software and Telephone Services
Includes both telephonic-based services and mobile
application for IOS and Android to allow recording of visits
by caregivers. Sandata recofilmends a "Bring your Own
Device and Data Plan" model where the providers are

responsible for providing caregivers with devices for use with
Mobile Visit Verification. EW will be used by members

receiving care from Provider Agencies and Consumer Direct
program

YesSandata Santrax Provider and Fiscal Agent Portals
Module
Web based provider portal for providers to review and make

corrections to visit data and includes a 'provider' portal for
the Consumer Direct Program fiscal

YesSandata Santrax Jurisdictional View (JV) Portal Module
Read only portal for the State and Contractor to review and

on informatibn.
YesSandata Santrax EW Aggregator

Allows providers to use and pay for their own third party
EW systems, while integrating all third party EW data for
view by the Contractor and the State. Data in the Aggregator
is normalized across all EW vendors to provide an accurate

view of visit verification,

Module

s of source system.
YesMMIS Claims Validation Services

Ensures the appropriate business rules are defined for
matchine claims and EW Aggregator Data via post-
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review reporting and business processes, and/or via MMIS
claims edits within the MMIS adjudication
Sandata Consumer Directed Care (CDC) Portals Module
In addition to the standard EW portal for the Contractor to
monitor the Consumer Direct program EW activity, the State

can choose to deploy additional EW portals for participants

and their caregivers to allow them to manage, edit and

approve their EW created timesheets.

Yes

Sandata CDS Data Interface for CDC Module
If the Consumer Directed Care Additional Portals is selected,

then this additional data exchange from the Contractor will be

needed to support management of participant and caregiver
portal access

Yes

Training Services
See section 3.6 Training for EW Software Services for
definition of custorn webinar-based training services for
Vermont implementation of Sandata Santrax modules

Yes

Certification Support Services
The State may authorize additional Contractor work for
support of CMS certification activities, based on written and

State approved Specification Orders. Specification Orders

will be developed and proposed by the Contractor and

approved by the State. Existing deliverables and activities
included in the scope of the Contract will be excluded from
scope of certification Specifi cation Orders.

Optional

EW Customization Services
The State may authorize additional Contractor work for
support of customizations to SaaS EW modules andlor

MMIS software, based on approved Specification Orders in
support of the'State's with the CURES act.

Optional

3. SolutionRequirements
The Contractor will deliver the Solution, which will be utilized by providers, the State, and

the Contractor. The Solution is comprised of the following services:

3.1. EVV Software Services
The following software modules are delivered and maintained as a Software as a Service

(SaaS) made available via the Internet. The SaaS provides all hosting, software updates, and

software support for the following software components as part of this service:

o Electronic Visit Verification;
o Provider EW Portal;
o Consumer Directed Care Fiscal Portal;
o Consumer Directed Care Additional Portals
o Jurisdictional View Portal; and

o EW Aggregator.
3.1.1. Electronic Visit Verification
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The Electronic Visit Verification service captures all of the following data elements

required for 21't Century Cures Act compliance:
o Member ID
o Caregiver ID
o Service Type
o Service Date
o Service Start and End Time
o Service Location
In addition, the EW service captures the following additional data elements:

o Tasks
o Member verification of time of visit and services provided

3.1.2. The following EW component options support capture of visit verification
data;
o Telephone Visit Verificatiottru ('oTWtt") - TW uses Automatic Number

Identification ("ANI") technology to validate telephone calls to record visit data in
near real time.

o Includes two U.S. based toll-free telephone lines for providers to record services

provision data twenty-four (24) hours per day, seven (7) days per week, excluding

downtime for routine system maintenance.
o Sandata Mobile ConnectrM - arn-ericans with Disabilities Act Section 508

compliant application for mobile devices. Sandata Mobile Connect uses GPS

technology, veriffing location via GPS enabled devices (mobile phones).

o Providers shall use their own mobile devices to download the EW mobile

application and their own data plans to transmit visit transactions.

o Provider devices must conform to published minimum device specifications and

direct care providers must have an appropriate mobile communication plan in place

to utilize Sandata Mobile Connect.
o The SaaS product routinely makes available functionality to meet the needs of

customers. For the Sandata Mobile Connect application, as new releases become

available, they are published to the respective stores (IOS or Android) and users are

automatically prompted to download the latest version of,the application

3.1.3. Both TW and Sandata Mobile Connect will be provided in the following
languages: English, Spanish, Russian, Somali, Mandarin Chinese, and Egyptian Arabic.

3.1.4. Provider EVV Portal and Consumer Directed Care Fiscal Portal
The Provider EW Portal and Consumer Directed Care Fiscal Portal, are web-based

services for authorized provider and the Contraclor log-on and data entry. The Fiscal

Agent role of the Contractor for EW access pu{poses, is defined as the entity

contracted by the State to manage the consumer-directed care program.

3.1.5. The Provider EW Portal and Consumer Directed Care Fiscal Portal shall

support the following functions:
o Provide log-on and access to designated staffand to debignated providers and the

Contractor. Administrative terminal functionality shall include multilevel access

controls to ensure that only authorized individuals can process administrative

transactions or access member account information through administrative terminal

o Provide the ability to maintain data including but not limited to the following
records for tracking direct care providers, clienVmember, and visit information:

recipient first name and last name; recipient telephone number; recipient address;
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a

o

o

o

recipient Medicaid ID; Direct Care worker ID; Direct Careworker first and last

name; service provided; service date; service start and end time; service location;

tasks; and visit status (i.e. in process, incomplete, verified, processed, omit).

A record will be created in the database whenever any of the following actions

occur:
o A check-in is successfully completed by a direct care provider

o The record shall be amended at the check- out to add the check-out time
o A record will be created in the database whenever a successful check-out is

completed
The EW Provider Portal and Sandata Consumer Directed Care Fiscal Portal will
record any exceptions that occurred on the visit. The Contractor will work with the

State to review and agree on the exceptions based on the configurable exception

options which include:
o Client Signature Exception
o GPS Distance Exception
o Missing Service
o Service Verification Exception
o Unknown Client
o Unknown Employee
o Unmatched Client ID/Phone
o Visit Verification Exception
o Visits without in calls
o Visits without out calls

Provider entry or edit of visit data: For certain service encounters, Providers will
use the EW Provider Portal or Consumer Directed Care Fiscal Portal to enter data

into the system. Data entry and/or edits to service encounter information are

allowed only for certain defined and pre-approved circumstances for which
documentation of service delivery and reason for manual entry or record edit exists.

Optional comments may also be entered for manual edits. The service shall also

show to the provider or fiscal agent the equivalent duration for the times entered and

required reason codes for changes.

The Contractor will work with the State to review and agtee upon the list of reason

codes.

The EW Portal and Consumer Directed Care Fiscal Portal include the ability to
receive data from import files formatted using standard specifications for
authoizations, clients/members, providers, and member/direct care worker

crosswalk for the consumer directed population (if the Consumer Directed Recipient

and Caregiver EW Portals are selected). Authorization data will be used to

determine the provider agency that is providing services to the client/member and

will allow that member Information to reside in that provider's EW system.

If data is not made available via imported files, the Provider EW Portal or

Consumer Directed Care Fiscal Portal allow for manual data entry of this

information by the providers or fiscal agents. The Contractor will work with the

State to define the policy regarding the usage of these manual data erftry features.

Providers or fiscal agents with appropriate roles-based access will have the ability to
enter direet care provider information. Direct care provider information shall

include the following:

a

a
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o Direct care provider first and last name
o Direct care provider ID
o Start Date
o Termination date
o Record creation date
o User creating record
o Last update date
o Last updated by

o The system records include an audit trail of manually entered information including:
o Username
o Date of entry

o The Provider EW Portal and Consumer Directed Care Fiscal Portal allow providers

and fiscal agents to run standard reports.
o During the implementation, the Contractor will work with the State to configure

roles-based access to the EW applications based on State business rules. The

business rules document shall be the deliverable reviewed and accepted by the State

for capturin g authoizatio n confi gurations for EVV appli cations.

3.1.6. Consumer Directed Care - Additional Portals
r In addition to the standard EW portal or the Fiscal agent to monitor the Consumer

Direct program EW activity, the State can choose to deploy additional EW portals

for participants and their caregivers to allow the State to manage, edit, and approve

their EW created timesheets
o Includes portal for viewing, editing, and approving visit data for participants and

caregivers.
o Include specific EW system configuration for the Consumer Direct EW program.

o Includes the following training activity for the Consumer Direct fiscal agent (CDS)

to support them training and providing Tier 1 support for Consumer Direct EW
users:
o Five consecutive days of trainer classroom training for designated CDS staff;

o Onsite classroom training does not include computer rental and facility charges

for each classroom training session and must be provided by the State.

3.1.7. Sandata Jurisdictional View Portal
o The Jurisdictional View service shall support the following functions:

o Each EW recipient is set up in the system and assigned to the authorized

Provider. Authorized State users can filter and run reports to show all system

activity related to recipients.
o The Jurisdictional View service shall include real-time web interface reporting

and online screen display of service delivery encounters. Display of data from
the Provider accounts is for viewing parties specified by the State, for
monitoring of service delivery.

o Standard reports shall be available. All reporting shall be available on-demand

and reports can be printed or downloaded electronically, in .PDF, Excel, and

.CSV formats.

3.2.Data Exchange with EW Software Services
3..2.1. The State shall provide the following data files using the Contractor's standard

data specifications:
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r Member File
o Authorization File
o Provider Agency File
3.2.2. The CDS Fiscal Agent, shall provide the following data files using the

Contractor' s standard data specifi cations:
o Employee File
o Employee/Member Crosswalk File
3.2.3. The CDS Fiscal Agent shall receive the following data files using the

Contractor's standard data specifications :

o Export of Visit Data to Fiscal Agent
o Export of Approved Visits for Payroll
3.2.4. The Contractor will provide the latest versions of the above Contractor's
standard data specifications before the analysis and design phase begins. The
Contractor will participate in meetings with the State to understand the data exchange

requirements contained in the latest versions of the specifications.
o The Contractor will participate in meetings with the State to understand the data

contained in the latest version of the data warehouse export specification.
o The Contractor will load the EW data extract, into the MMIS EVAH data

warehouse database, for subsequent program monitoring and assurance purposes by
the State.

3.3. Sandata Aggregator
3.3.1.. The Contractor will support third party provider interfaces that send third party

EW data to the Sandata EW Aggregator using the Contractor's standard third party

interface specifi cation.
3.3.2. The Contractor will work with the State to determine the data elements required

in the Aggregator and update the Third-Party Interface data documents to reflect those

interface requirements.
3.3.3. The following process will be followed to complete all interface work:
o All Providers who select to use a third-party interface must first register during the

implementation process. At that point, the Provider receives their testing credentials

o All Providers must execute certain documents, such as a Business Associate

Agreement,DataUse Agreement, and Application Program Interface (APD License

Agreement, prior to use of the interface.
o The Provider is responsible for correcting all errors and sending a revised file to

retest.
o Once the Provider interface passes the automated testing, the interface is approved

for production. At that point, the Provider receives their production credentials.

3.4.MMIS Claims Validation
3.4.1. The Contractor will work with the State to ensure the appropriate business rules

and data exchange requirements are identified to support matching claims and the

resulting EW Aggregator Data in the MMIS, via post-payment review reporting andlot
via MMIS claims editing as directed by the State.

3.4.2. The Contractor will implement new edits to match the EW visit to the claim
submitted for payment based on State defined rules after sufficient adoption of EW.
Thus, MMIS claims editing will not be enabled at time of initial EW goJive for State

programs.



Surr or Vnnvronr
DnpmrvrBNT oF Vnnvroxr Hnar,rn Accrss
DXC Trcrnror,ocY Snnvrcns LLC

3

Pacn 38 or 82
CoNrru,cr#35485

AvrnNovrnNr #4

3.4.3. The Contractor will use the EW Aggregator data for claims processing andlor

claims reporting and will make EW data available for use by State data analysts via the

MMIS data warehouse and Business Objects query tool.

3.5.Environments
3.5.1. The Contractor will create the following environments as part of the

implementation process :

o Development-level test environment for Contractor testers to deploy targetbuilds and

perform integration, data interface testing, and regression testing.

o Contractor will provide a test environment for User Acceptance Testing to be

performed by the State.
. Upon completion of User Acceptance Testing, Contractor will provide a training

environment support all EW Training.

3.6.Training for EW Software Services
The following table summarizes the training provided as part of the initial implementation

ofEW Services.
Table 2 - of

3.6.1. The Contractor will be responsible for working with the State to define a

training plan during the implementation process, to support implementation training and

ro1l out.
3.6.2. The Contractor will provide electronic training materials in English only. The

types of documentation materials available include:

System Users Guides
EJearning Training Content

Quick Reference Guides / Cards

Training Plans

Training Decks, suitable for onsite instructor led or webinar

.0.S. The Contractor will provide a separate training environment for Provider and

fiscal agencies. New users may access the training environment through a secure web

portal. The training environment may be used for progtam launch training, for all major

releases, and for training of newly hired provider or State staff after go-live. The training

environment will remain available throughout the life of the program for Providers and

fiscal agenciei to continue to train their staff and members. It will always be kept updated

to the level of the production environment
3.6.4. The Contractor will deliver EW training to provider agencies and Jurisdictional

View users.

3.6.5. Onsite classroom training does not include computer rental and facility charges

for each classroom training session; haining facilities will be provided by the State.

Facility reservation, coordination, or payment for facilities or training equipment is

outside the scope of this contract and is the responsibility of the State.

o Five (5) consecutive days of Train the Trainer for up to 10 Self-Directed Fiscal

Agent attendees in the Train the Trainer session.

Training PlanTraining Method
Fifteen (15) total instructor led
webinars

CDS Employee and Employer
webinars

Five (5) days of classroom
training

Consumer Direct Fiscal Agent
Train the Trainer Sessions
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o Fiscal Agents or designees will be responsible for providing all outreach and

training to Members and Caregivers participating in the Self-Directed care program.

o A Learning Management System will be provided that can be accessed for

independent training during implementation and post goJive.

o A recording of VT instructorled webinar training will be posted to Sandata's

Learning Management System for those Self-Directed Employers/Designees and

Self-Directed Employees who do not participate in the live webinar sessions.

r Direct Member or Caregiver training by the Contractor. Trainings will be scheduled

as agreed upon through the implementation project for fifteen (15) tbtal instructor

led webinars for CDS employees andlor employers.
o Contractor will provide webinar information to be used in the State registration

announcement.
o Contractor will deliver attendance reports following each webinar which will

include list of participants who logged into the webinar. Attendance report will
include participant's first and last name, email address, the course name, and date

completed.
o Training materials will be made available to Provider Agencies and Fiscal Agents to

share with their caregivers and/or members to support the training activities.
o Additional Contractor-led training may optionally be provided, at an additional cost

via an authorized Specification Order.
3.6.6. All training materials and delivery are available in English; if additional

languages are required for training delivery, additional fees will apply.

3.T.Operations and User Support for EW Software Services

3.7.1. For the SaaS product, there are releases functionality to ineet customer

requirements.
3.7.2. There are periodic releases for the services to ensure that the service continues

to meet the latest standards and regulations.
3.7.3. Users are notified in advance of all scheduled releases.

3.7.4. For the Sandata Mobile Connect application, as new releases become available,

they are published to the respective stores (IOS or Android) and users are automatically

prompted to download the latest version of the application.
3.7.5. Contractor's EW System up time Service Level is99.9Vo, not including

scheduled downtime. Contractor will report system up time to the State monthly.

3.7.6. The Contractor will provide Tier I (initial point of contact) and Tier 2 (escalated

technical support) Customer Care help desk support to providers and Jurisdictional

EW users.

3.7.7. Customer Care services willbe provided in English only.

3.7.8. The Customer Care help desk will have live agents available during normal

business hours of 8 am to 5 pm Eastern Time, Monday through Friday, except for the

observed holidays as reflected below:
o New Year's Day
o President's Day
o Memorial Day
o Independence Day
o Labor Day
o Thanksgiving
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o Christmas
After Hour Support: For system outages, a customer care caller can activate immediate

after-hours support for outage resolution. For non-urgent needs, callers can leave a

message which will be returned the next business day.

3.7.9. When the Self-Directed Recipient and Caregiver EW Portals are implemented,

the Fiscal Agent (s) shall be responsible for providing Tier 1 support to all Members and

Caregivers participating in the Self-Directed Care Program.
o ooTier 1 Support" means support services provided by the Fiscal agent's help desk

personnel: (a) to answer questions regarding the use or operation of the system and

(b) to report effors within the system.

o It is assumed and the pricing in this SOW is based on the fact that a minimum of 90o/o

of customer Care calls will be handled by Fiscal Agent Tier I by no later than 6

months post system go live. If this percent of Tier 1 calls is not achieved by such

date, then Contractol reserves the right to reevaluate the Customer Care plan and fees.

Measurement would be based on "Total EW support calls from Fiscal Agent divided

by total EW support calls to Fiscal agent".

4. Implementation Requirements
This section further elaborates on aspects of the Implementation of the EW Solution, in
addition to those implementation activities explained in the Solution Requirements section

above. The following approach requirements are the basis for the project work plan, scope, and

associated costs models. If any of these items are determined to be incorrect or invalid, then the

resulting impact will be assessed and resolved through the State's change control process.

4.l.Implementation Project Assumptions
4.1.1. Recent CVtd guiaan"" *ur issued requiring a streamlined Certification process.

Adjusted criteria will be applied as directed by CMS, which may vary from the

certification requirements identified in this section.

4.1.2. The technology meets the CMS certification checklist criteria as described

below:
Table 3 - Certification Criteria

MITA Ref # System Review Criteria
Solution
Meets
Criteria

PE.P[.22 The electronic visit verification (EW) module
captures, tracks, and verifies data with respect to
personal care services or home health care services,

including:
Type of service performs
Individual receiving the service
Date of service
Location of service delivery
Individual providing the service, and

Time the service begins and ends.

Yes

PE.PI1.23 The EW module is configurable to support multiple
programs or services which have different policies,
procedures and business rules, all of which are

subiect to change during the contract period.

Yes

PE.PIT.24 The EW module is able to receive information in
batch and individual transactions.

Yes
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PE.PI1.25 The EW module verifies visit components within
program requirements when the direct care worker
initiates the visit verification. Each visit initiated
through the EW should be captured, whether or not
the visit is verified.

Yes

PE.PI1.26 The EW modules requires providers to attest to the
presence of hard copy documentation for any manual
visit verification.

Yes

PE.PTI.27 Providers are able to submit necessary verification
information via alternate methods, should the
primary mode of submission be out of service. (For
example, if a handheld device is not working
properly, the provider is able to phone in the visit
information or submit it via a website portal).

Yes

4.1.3. The Contractor assumes a "Bring your Own Device and Data Plan" model
where the providers or caregivers are responsible for providing devices and data plans

for use with the Sandata Mobile Connect application.
4.1.4. The scope of system configuration activity will consist of setup, configuration,
and validation of EW portal for up to sixteen (16) Provider Agencies and one (1)

Consumer Direct Fiscal Agent.
4.1.5. Operations Phase work begins when the Solution goes live through the end of
the SOW term.

4.2.ProjectTimeline
4.2.1. The project start date will be mutually agreed upon in writing by both Parties.

4.2.2. Once agreed upon and baselined, changes to the Project Plan schedule will be

resolved through the State's change control process. It shall be the joint responsibility
of the State and Contractor to monitor the project schedule and take steps deemed

reasonable to avoid schedule non-compliance.
4.2.3. Assuming Contract changes are not requested, the Project Plan will indicate
completion of implementation of the Deliverables approximately four (4) months from
the implementation start date, plus any time required for optional services such as added

days for User Acceptance testing.
4.2.4. User Acceptance Testing (UAT) will occur during a pre-defined ten (10)

business day period during the implementation project and will be based upon pre-

defined testing scripts provided by the Contractor andlor the State. Optionally, the State

may select one or more additional weeks of UAT time at additional project cost.

4.2.5. Test scripts provided by the Contractor will be written and customized agunsl
the defined business rules document to test the State of Vermont's implementation. The

test cases will be included in the Requirements Traceability Matrix. The test cases will
also be provided to the State for review and comment prior to UAT Execution.

4.3.Implementation Deliverables
4.3.1. At the request of either Putty, the Contractor will provide a Deliverables

Expectations Document (DED) for any deliverable or work product described within
Attachment A of this Contract. A DED is a document that provides the organizational

outline for production of the associated deliverable and describes the content of each

section in the associated deliverable.
4.3.2. EW Software Services configured for use by State and its program providers.
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4.3.2.1. Project Management Plan (PMP). A PMP shall be used to manage

project execution. The PMP documents the actions necessary to define, prepare,

integrate, and coordinate the various planning activities. The PMP defines how the

project is executed, monitored and controlled, and closed. It is progressively

elaborated by updates throughout the course ofthe project.

4.3.3. Project Schedule. An initial implementation project schedule (the "Project
Schedule") will be agreed andfinalized as part of the implementation process and will
be updated throughout the implementation process as agreed to by both parties.

.4.3.4. A comprehensive outreach strategy and recommended documents to support

outreach to ensure all stakeholders are knowledgeable about the new EW program and

Contractor's solutions.
4.3.5. Status Reports. Weekly written status reports will summaizethe tasks and

activities performed for that time period, activities proposed to be completed in the next

time period, and any risks and issues that need to be escalated and tracked.

4.3.6. Requirements Analysis Sessions. As part of the implementation process, the

Contractor will conduct business review meetings with the State. Attendees of these

meetings include Subject Matter Experts on program operations from the Customer and

Contractor staff, State Business Analysis staff, as well as the Technical Lead and the

Implementation Manager. The Technical Lead and the Implementation Manager lead

these guided sessions to review program policies as well as EW system functionality
and configurability. During these sessions the program rules and corresponding system

configurations will be documented. Evidence of these sessions willhe provided in the

form of meeting minutes.
4.3.7. Business Rules Document. A Business Rules document which includes

implementation decisions, must be reviewed and accepted by the State prior to

configuration of software services.

4.3.8. Data Exchange Specifications Documents. Once the Business Rules Document

is completed and approved, aData Specifications document will be created which

describe all of the data exchanges required to support the program. In addition to the

Contractor's standard data specifications content, Vermont data-specific decisions will
be documented. These specifications documents must be reviewed and accepted by the

State prior to configuration of software seryices.

4.3.9. User Acceptance Test Plan. The State will produce a User Acceptance Test Plan

document, with input by the Contractor. The UAT Plan will include roles and define

the test strategy for all selected modules as identified in section 2 table 1. UAT testing

will be based on predefined test scripts provided by the Contractor and reviewed by the

SoV.
4.3.10. Integration Test Plan. An Integration Test Plan will be created by the Contractor

for review and acceptance by the State, for data exchange between the modules and

other SoV applications (including MMIS). The Integration Test Plan will identifu
Contractor and State roles and testing strategy for data interfaces, based on the

Contractor' s standard testing process-.

4.3.ll.User Acceptance Test Scripts and Results. Test scripts provided by the

Contractor will be customized to validate State-specific rules and configuration of the

selected modules. Test scripts will be provided for review by the State prior to UAT
execution of the test scripts. The Contractor will provide summarized results of its own

test execution.
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4.3.12. Contractor will demonstrate traceability of the test scripts to documented

Vermont needs as identified within the implementation deliverables Business Rules and

Data Exchange Specifications. A final Requirements Traceability Matrix (RTM) will
be delivered following UAT Execution and reconciliation of bugs/defects/incidents and

prior to system acceptance.
4.3.l3.Training Plan. The Contractor will collaborate with the State in development of
a training plan. The training plan will identiff agencies and user groups to be trained,

will identifu the scope of training for State-specific use of modules, and will identifu the

schedule for training.
4.3.l4.Training Manuals. The Contractor will develop all training materials for agreed

upon training modalities, as described in the "Training for EW Services" section

above.
4.3.15. Training sessions. Evidence of training performed, as identified in the section

above "Training for EVV services", will be provided in the form of training registration

artifacts identiffing what persons registered or attended training sessions.

4.3.16. Payments for implementation milestone fees will be made based on the

completion and State approval of the following key deliverables/milestones:

Implementation Milestones Payment o/o of Total Fixed
Price

Kick off Meeting and Project Plan Approval of
EW System

2s%

Approval of Business Rules for EW System 2s%
Acceptance of Contractor User Acceptance
Testins for EW System

t3%

Validation by State of User Acceptance Testing
forEW System

t2%

EW System Deployment 25%

4.3.17. Payments for EW State-authorized Specification Orders are not to exceed the

Certification and Customization services budgets established by this Contract.

Payments will occur for each completed and approved Specification Order based on the

costs proposed by the Contractor and agreed to by the State. Scope of Specification
Order(s) for EW certification support shall exclude project deliverables and activities
already provided for by the Contract.

4.3.18. Invoices will be sent only after State approval of the applicable milestone,

deliverable, or services as defined within this contract or approved Specification Order.

Payment for approved services/milestones shall be made in accordance with Attachment

B Payment Provisions.
4.4.Acceptance for Deliverables

4.4.1. All deliverables and work products described within Attachment A of this

Contract are subject to review and approval by the Authorized Representative of the

State or designee(s) prior to being accepted. Payment shall not be made until a
deliverable or work product is formally accepted and approved. Deliverables are

considered approved when the State issues a Deliverables Acceptance Document

(DAD) signed by the State's authorized representative.
4.4.2. The State's deliverable management process will be followed for review and

acceptance of project documentation deliverables. Written deliverables submitted for
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State review and acceptance shall be responded to by the State within ten (10) business

days. The Contractor shall respond within five (5) business days to any written
feedback received on each deliverable, and the State shall then have up to an additional

five (5) business days to provide written acceptance of the deliverable.

4.4.3. Should State reviewers determine that a deliverable does not meet expected

minimal quality standards and/or content expectations as specified in the Deliverables

Expectations Document (DED), the State may reject the deliverable without performing

a complete review. In this instance the deliverable submission will be considered as

voided, i.e., the State will have ten (10) business days to review the next submitted

revision and the project schedule will not consider the original version to have been

submitted.
4.4.4. Should the deliverable be deemed acceptable, but issues arise after a DAD is
signed by the State, collaborative working sessions will be initiated to determine a

solution, and the Contractor shall implement the solution at no additional cost to the

State.
4.5.Project Management Responsibilities.

4.5.1. The State will appoint a State Project Manager for the Implementation phase.

This may be a leader who is already engaged with other projects for State of Vermont.

The State Project Manager will coordinate the activities and tasks to be performed by
the State and its other business partners.

4.5.2. The Contractor will appoint, subject to State review, an experienced

implementation leader to perform the role of Contractor Project Manager. This may be

a leader who is already engaged with other projects for State and who will be fully
accountable for overseeing delivery including the work of the subcontract software

Vendor.
4.5.3. The Contractor will provide a fuIl-time software project manager to lead the

EW implementation. The software project manager is responsible for participating in
project meetings, and for providing meeting agendas, meeting minutes, and creation and

maintenance of the implementation project plan.

4.5.4. The Contractor will provide EW System configuration and testing resources

who will configure the system and perform system and integration tests based on the

agreed upon System and Integration test plan.

4.5.5. The Contractor will provide resources to support system, integration, and user

acceptance testing phases.

9. Attachment B, Payment Provisions begrrnning on page 60 of 106 of the base agreemenf and as

previously amended, is hereby deleted and replaced with the following Attachment B:

ATTACHMENT B
PAYMENT PROVISIONS

The maximum dollar amount payable under this contract is not intended as any form of a guaranteed

amount. The Contractor will be paid for products or services actually delivered or performed, as specified

in Attachment A, up to the maximum allowable amount specified on page 1 of this contract.

1. Prior to cofllmencement of work and release of any payments, Contractor shall submit to the

State:
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a. a certificate of insurance consistent with the requirements set forth in Attachment C,

Section 8 (Insurance), and with any additional requirements for insurance as may be set

forth elsewhere in this contract; and

b. a current IRS Form W-9 (signed within the last six months).

2. Payment terms are Net 30 days from the date the State receiVes an elror-free invoice with all

necessary and complete supporting documentation.'

3. Contractor shall submit detailed invoices itemizing all work performed during the invoice period,

including the dates of service, rates of pay, hours of work performed, and any other information

and/or documentation appropriate and sufficient to substantiate the amount invoiced for payment

by the State. All invoices must include the Contract # for this contract.

4. Contractor shall submit invoices to the State in accordance with the schedule set forth in this

Attachment B. Contractor invoices shall be submitted no more frequently than monthly, but no

later than quarterly. For services set fonh in Sections I and II of Attachment A, the Contractor

shall subrnit monthly invoices not to exceed lllztt. of the annual amount listed in the Fixed
Price subtotal of Table B.1 this Attachment B. Invoices for services set forth in Section III of
Attachment A shall include the number of hours worked by employee during the specified

billing period and the total amount billed, and reference the specific project being billed.
Invoices shall reference this contract number, include date of submission, invoice number,

amount billed for each scope of work, total amount billed, and be signed by the authorized

representative of the Contractor.

5. No benefits or insurance willbe reimbursed by the State.

6. Invoices and any required reports shall reference this contract number and be submitted

electronically to: AHS.DVHAlnvoices@,vermont. eov

7. The total maximum amount payable under this contract shall not exceed $85,405,203.40

8. MMIS Operations
A. The following Operational Invoice Payment Schedules depict the maximum amounts

payable to the Contractor for MMIS services as set forth in Attachment A, Sections I and II,
to this Contract based on claims processing volume parameters, known as "base services".

The Contractor shall invoice the State monthly fcir lll2thof the annual fixed price amounts

listed in the fixed price subtotal of the table below. The Contractor shall invoice the state

monthly for bill as utilized services. This table does not include project costs shown in
Table B.5 for which the Contractor shall invoice separately.

Table B.1 -

FIXED
PRICE

Provider
Enrollment

Maximum 5
Year

Operations
Cost

uu2020 -
12/3u2020

u1,t202L -
t2t3u2021.

uurS-
12/3u18

UUt9-
t2t3u19uutT -12/31,117

$2.687.309.09 $11,574,572.92$3.097.852.29 $2,672,813.99$1.546.698.54 $1,569,899.01
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Financial

Operations

Drug
Payment
Transactions
Plan

Provider

MES IT

MES
EW Support
Service
EW
MonthlyMin
Visit Fees

Fixed Price
Subtotals

Billed as Utilized

EW
Recurring
Visit Fee
Over Min
EW
Recurring
Aggregator
PMPM

CSR Hours

Additional

Maximum
Annual

1 $t 051 rt7 52.07 $1 11 01 1.59 1 719.46

B. Volume Accounting and Reconciliation

Table 8.2 - Volume Parameters
VOLUME

PARAMETERS
Claims

Processing
EDI Transactions

Hish Estimate 9.000,000 35,000,000

Median Estimate 6.000,000 25,000,000

Low Estimate 4.500,000 15,000,000

$17.146.576.09$3.509.380.92 $3,s36,812.60s3.313.938.88 $3.s21,.479.27s3.264.964.42

$3.063.313.719626.966.84 s631,867.64ss92.050.24 s629J28.27$583,300.72

$1.294"866.s0 $6,277,552.53sr.289.252.79 $r,284,823.4s$r.2r3,269.94$1,195,339.85

$3.664.676.81s7s0.047.s2 $755,910.39s708.276.39 9752,633.26$697,809.25

s1.901.032.s6 $10.640,279.5is2.390^623.24 $1.882.410.04$2.249.730.49$2,216,483.24

$3.064.84s.17 $14,858,463.49$3.051.557.99 $3,041,074.09s2,871,712.67$2,829,273.57

$174,560.00$87,280.00 $87,280.00$0.00 $0.00$0.00

s65"249.ss $130,499.10$0.00 $6s,249.ss$0.00$0.00

9.33$65

t4 72.6279.18

$0.00

.99$

.33$0.00$0.00

$82,474.22$4r.237.rr $41,237.r1$0.00 $0.00s0.00
$1.000.000.00$s00.000.00 s500,000.00$0.00$0.00 $0.00

$108.000.00 $540,000.00$108.000.00 $108,000.00$108,000.00$108,000.00

$54,000.00 $108,000.00$0.00 $54,000.00$0.00$0.00

$15.916.379.40 $74,834,445.50$15.958.379.18 $15.802.544.43$13.678.848.44$13,478,294.05

i. Claim volume accounting and reconciliation of changes in Contractor reimbursement
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The following definitions of a claim delineate between claim types, and shall apply to administrative

claims processing adjudication counts tracked and reported by the Contractor:
a. For all institutional based services (Hospice (H), Inpatient/Outpatient (VO), Home Health (Q),

Institutional Crossovers (W,X), Nursing Home (N), a claim is a paper document and EMC (Xl2N)
record of services rendered during a statement period or date range for which there are one or more

service, accommodation, HCPCS and/or ancillary codes.

b. For all professional based services (Dental (L), Physician (M), Vision (P), Professional Crossovers

(Y), a claim is a line item on paper document or an EMC (X12N) record of services rendered for a
service date(s) for which there is a service code.

Financial Adjustment
c. Claim Transactions: The total amount payable each year shall remain fixed unless the claims volume

falls outside the estimated parameters for thatyear. Should the actual claims volume, for a given

year, fall outside the estimated parameters, a year-end financial adjustment to the amount payable

for operations for that year may be made using the following process:

d. A unit value willbe calculated by dividing the Operations Management price for the applicable year

by the midpoint claims estimate for that year.

e. If the actual claims volume falls below the low estimate claim parameter, the Contractor shall

reimburse the State a portion of the fixed price per the following calculation:
Low Claims Volume Estimate minus Actual Claims Volume x40Vo of the calculated unit
value for the same contraclyear.

f. If the actual claims volume exceeds the high claims parameter for the contract year, the State will
make an additional payment to the Contractor per the following calculation:

Actual Claims Volume minus High Claims Volume Estimate x40%o of the calculated unit
value for the same contractyear.

An adjustment in the fixed price payment to the Contractor for operations shall depend on

verification and certification that actual claims volume counts are accurate and consistent with the

definition of a claim as set forth in this section B.i.

Financial Adjustment
ii. EDI Transaction volume accounting and reconciliation of changes in Contractor
reimbursement
The following definition of an EDI transaction shall apply to counts tracked and reported by the

Contractor:

Table B.3 - Transaction Measur€ment Rules
Transaction Guideline

837 transactions Counts are based on the number of CLM segments.

835 transactions Counts are based on the number of CLP segments.

834 transactions Counts are based on the number of INS segments.

820 transactions Counts are based on the number of 21008: ENT for members.

For organizations the count is based on 2100A: ENT

270Batch transactions Counts are based on the number of 2100C:NM1 name segments
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271Batch transactions Counts are based on the number of 2100C:NMI name segments.

27 0 Inter active trans actions Counts are by transaction, as each 27}-irfieractive transaction

contains only I member

27 | lnter active transactions Counts are by transaction, as each 27}-inteructive transaction

contains only 1 member

276Batch transactions Counts are based on the number of 2200D: TRN claim status

number

277 Batchtransactions Counts are based on the number of 2200D: TRN claim status

number segments.

27 6 Inter active trans actions Counts are by transaction, as each 276-interactive transaction rn

contains only 1 claim status

27 7 Inter acJive transactions Counts are by transaction, as each 276-interactive transaction in
contains only 1 claim status response.

278 transactions Counts are based on the number of ST segments.

999 transactions Counts are based on the number of 999 response files.

TA1 transactions Counts are based on the number of TAI response files

277CA transactions Counts are based on the number of 2200D: TRN claim status

number

277U transactions Counts are based on the number of 2100D NMI name segments.

If the count is less than 1, then the count is based on the number

of2200D TRN in the transaction set.

HTML report (Readable
acknowledgement)

Counts are based on the number of 999 response files (source for
HTML file).

824 transactions Counts are based on the number of 2000: QTY01 Quantity

Payer Initiated
Eli gibility/B enefi t (P IE)
Transaction (X279Al)

Counts are based on the number of members records in batch file

Financial Adjustment
a. EDI Transactions: The total amount payable each year shall remain fixed unless the EDI transactions

volume falls outside the estimated high and low parameters for that year. Should the actual EDI

transaction volume, for a given year, fall outside the high and low estimated parameters, a year-end

financial adjustment to the amount payable for operations for that year may be made using the

following process:

b. The unit value will be set at 0.004 per transaction.

c. If the actual EDI transactions volume falls below the low estimate EDI transactions parameter, the

Contractor shall reimburse the State a portion of the fixed price per the following calculation:

Low EDI Transactions Volume Estimate minus Actual EDI Transactions Volume x the

unit value.
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d. If the actual EDI transactions volume exceeds the high estimate EDI transactions parameter for the

contract year, the State will make an additional payment to the Contractor per the following
calculation:

Actual EDI Transactions minus High EDI Transactions Volume Estimate x unit value.

An adjustment in the fixed price payment to the Contractor for operations shall depend on

verification and certification that actual EDI transaction counts are accurate and consistent with the

definition of a claim as set forth this Section B.iii

iv. EW Visit Transaction volume accounting and reconciliation of changes in Contractor
Reimbursement.

The total amount payable each month shall remain fixed unless the EW transactions volume exceeds

the minimum estimated volume of 24,167 transactions. Any transaction over the minimum will be

billed as utilized at the rate of $0.225 per transaction on a monthly basis.

The minimum monthly visit fee is calculated based on State provided data assuming2,4l8 members,

20 visits per month:

o Total Monthly visits expected: 48,333 (580,000 annual)

o Expected Visits of 48,333 x 50Yo:24,167 minimum visits

. 24,167 minimum visits x $0.225 per visit : $5,437

For all EW transactions exceeding 24,167 per month, the Contractor will charge a per visit fee. A
visit is defined as a single service delivery. Visits may be recorded using (a) telephony call into the

Sandata system (b) the recording by the Sandata system of any of the following (i) the start of a visit,
(ii) the end of a visit, (iii) the duration of a visit, (iv) a service performed during a visit, (v) corrections

to any data in the Sandata EW system or (vi) recording of a visit using the Sandata Mobile Connect

Application.

v. EW Aggregator PMPM transaction volume account and reconciliation of changes in Contractor
Reimbursement

For all members whose data is received via third-party EW systems interfacing with the Aggregator

service, a per member per month (PMPM) fee of $ 1.375 will be assessed. Th" Contractor will provide

a monthly count of all members who are associated with a third party EW vendor from the

Aggregator system to support the monthly fee.

9. MAPIR Collaborative Quarterly Payment
Table 8.4 - MAPIR Schedule

Quarterly
PriceQuarterly Price Quarterly

Price
Quarterly

Price
Quarterly

Price
Quarterly

Price
Quarterly

Price

with 9
Members

with I
Members

with 12
Members

with 11
Members

with 10

Members

Payment
Date

with 14
Members

with 13
Members

Time Period

$92,620.83 $0$69,465.63 $7s,780.68 $83,358.7sMarch 2017 $s9,s4l.96 $64,r22.12
Ian20l7 -
Mar2017

$83,3s8.7s $92,620.83 $0$64,122.r2 $69,46s.63 $7s,780.68Apr20l7 -
June 2017

June 2017 $s9,541.96

$83,358.7s $92,620.83 $0$64,122.12 $69,46s.63 $75,780.68Jul 2017 - Sep
201',!

September
2017

$59,541.96
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Oct20l7 -
Dec2017

December
2017

$59,541.96 s64,122.12 $69,465.63 $75,780.68 $83,358.7s $92,620.83 $0

Jan 2018 -
Mar20l8 March 2018 $59,541.96 s64,122.12 s69,46s.63 $75,780.68 $83,358.?s s92,620.83 $0

Apr2018 -Jun
2018

June 2018 $59,s41.96 $64,122.t2 $69,46s.63 $75,780.68 $83,3s8.75 s92,620.83 $0

Jul 2018 - Sep
2018

September
2018

$s9,s41.96 $64,122.12 $69,46s.63 $7s,780.68 $83,358.75 $92,620.83 $0

Oct 2018 -
Dec 2018

December
2018

$58,0s 1.00 $62,s r 7.00 $67,727.00 $73,884.00 $81,272.00 $90,302.00 $101,590.00

Jan20I9 -
Mar2019

March 2019 $58,051.00 $62,517.00 $67,727.00 $73,884.00 $81,272.00 $90,302.00 $l0l,s90.00

Apr20l9-
June 2019

June 2019 $58,051.00 $62,s 17.00 $67,'t27.00 $73,884.00 $81,272.00 $90,302.00 $l0l,590.00

Jul 2019 - Sep
20t9

September
2019

$s8,051.00 $62,517.00 s67,727.00 $73,884.00 581,272.00 $90,302.00 $101,590.00

Oct 2019 -
Dec 2019

December
2019

$s8,051.00 $62,517.00 $67,727.00 $73,884.00 $8r,272.00 $90,302.00 $101,590.00

Jan2020 -
Mar2O20

March 2020 $s8,0s 1.00 $62,517.00 s67 ,727.00 $73,884.00 $81,272.00 $90,302.00 $r01,590.00

Apr2020 -
Jun 2020

June 2020 $58,051.00 $62,5r7.00 $67,',127.00 $73,884.00 $81,272.00 $90,302.00 $101,s90.00

Jul 2020 - Sep
2020

September
2020

$58,051.00 $62,s17.00 $67,727.00 $73,884.00 $81,272.00 $90,302.00 $l0l,s90.00

TOTAL FOR45 MONTHS PER
STATE $EE1,201.72 $94E,990.E4 $1,028,075.41 $1,174,583.25 $1,233,687.25 $1,370,761.81 $E12,720.00

10. Project Retainage
The Contractor agrees to a l}Yo retainage of each project invoice amount, for One-timeo

Ongoing, and Future MMIS Modernization Projects defined in Section III of Attachment A,
and when the State has defined the initiative to be managed as a project. The State will only
authorize the retainage payment for each individual project if all the following occur:

a. Contractor completes all deliverables associated with the project or specific
payment in accordance with the acceptance criteria. The acceptance criteria shall be

mutually agreed upon by the parties;

b. State accepts all the milestones/deliverables for the project or specific payment

based on the acceptance criteria.

c. Project enhancements are successfully operational for 30 calendar days to be

qualified for reimbursement of the retained amount.

After all the above occur, the Contractor may submit a final invoice for payment of the total
l0o/o retainage amount for that specific project. Hardware, software and license payments are

not subject to retainage. For projects that span beyond the State's fiscal year (ending June

30ft), the Contractor shall submit an interim invoice and receive payment for the retainage for
all deliverables completed and approved as described above by June 30th of that year.

L1. Customer Service Request Hours (CSRs)

The Contractor shall submit Specification Orders to the State for review and approval for the

use of any CSR hours for making requested modifications to MMIS systems.I

i
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The Contractor agrees to provide 5,000 customer service hours per year in Years 1-3 to the

State for making requested modifications to MMIS systems in each of the following years.

This effort is included in the monthly fixed cost for Years 1-3 set forth in Section 5(A) of this
Attachment B.

Unused hours for Years 1-3 shall expire each calendar year, except unused hours up to 1,000

hours may be used in the calendar years of 2018 and2019. All unused hours from calendar year

2019 shall be carried forward into calendar year 2020 and shall be used first by the Contractor.

Only after the 2019 carried forward hours are used the Contractor shall bill for State approved

Specification Orders as utilized at the rates defined in Section 9 of this Attachment B.

12. Rate per Hour Billing
Effective January 1,202I the modification hourly rate will be increased annually from the base

rate of $128.00 per hour at the Consumer Price Index (CPD inflation rate. The Contractor shall

bill the State for Task Order hours and Change Order hours utilizing this rate mechanism.

13. Task Order Hours
Task Orders shall be billed in accordance with this Attachment B, the Task Order specifications

as agreed upon by both Parties, and this Attachment B. Task Order hours shall be billed at the

CSR rate or for such fixed rate as the parties may agree, not to exceed $500,000 over the term

of this Agreement.

14. Service Level Credits
The Contractor must adhere to the Technical and Functional Requirements and the Service

Level Agreements set forth in Exhibit 1 and Exhibit2 to Attachment A, and as subsequently
. amended, unless otherwise directed or authorized by the State in writing. This section describes

the process by which the State may be entitled to an adjustment to the Service Credits for the

Services.

Any remedy provided in this section for Contractor's failure to achieve a Service Level,
including Service Level credits ("SLCs"), shall not limit or prevent the State from availing
itself of concurrent or subsequent actions as stated within this Contract and permitted under

State or federal laws. Based on this evaluation, the State may be entitled to adjustment to the

Service Level Credits for the Services.

The following procedures shall govern this section:

a. Notification of Failure: Written notification of each failure to meet a Service

Level shall be given to the Contractor prior to assessing SLCs. The Contractor shall have

five (5) business days from the date of receipt of written notification of a failure to perform

to specifications to cure the failure. However, additional days can be approved by the

State's Program Manager if deemed necessary. If the failure is not resolved within this 5-

day warninglcure period, SLCs may be imposed from the date of the failure.
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b. Determining Applicability of SLCs: After providing notice, and if the failure is not resolved
within the waming/cure period, the State may (at its sole discretion) offset SLCs from the
next subsequent monthly payment.

The amount of total SLCs in a single calendar month shall not exceed the At-Risk Amount. If
the State elects to seek other remedies and is awarded damages under this Contract, any Service
Credits paid about or related to such failures or delays shall be deducted from any damages
awarded or agreed upon.

If any of Contractor's reports or documentation to the State contain or state explicit information
about failure to meet an SLC Condition per the above Table, then the State is automatically
entitled to the applicable SLC and does not need to follow the process in Section c below. The
Contractor shall track and report any SLC failure to the State.

c. Reporting SLCs to Contractor: Within 30 calendar days following an SLC being triggered, the
State shall inform the Contractor of the SLC by sending written notice to the Contractor and the
notice shall contain the following information:

1. The applicable performance failure and the applicable performance requirement;
2. Any documentation evidencing Contractor's failure to adhere to performance requirements;
3. Brief statement of the State's position and the appropriateness of the SLC; and

4. The SLC amount and the appropriateness of the amount of the SLC.

d. Contractor's Response / Dispute Resolution: Contractor's sole response to State's notice of
SLC (if elected) shall be Dispute Resolution. The parties agree to be governed by the Dispute
Resolution provision stated in Attachment D.

The Contractor shall apply a Service Level Credit:
A) In the amount provided within the SLA description upon failure to meet that one SLA.
B) Of $1,000 in any month in which the Contractor fails to meet four (4) or more SLAs whose descriptions call for

a Cumulative Credit. *
C) Of $1,000 (per SLA) if the Contractor fails to meet any single SLA for three (3) or more months in a six (6) -

monthperiod. **

* If B is triggered for the Cumulative Credit, the total credit is $ 1 ,000 for the month. This is not $ I ,000 per failed
SLA.

** If C is triggered for the repeated failure of a single SLA, the total credit is $1,000 per SLA that meets these
criteria.

The credit will be reported via a formal memo from the Contractor according to the notice terms provided in the
Contract.

All credits shall'be to the first invoice submitted the Contractor of the SLCthe

SERVICE I,EVEL CREDITS (SI,CS)

of S[,Cs

Invoice & Notice

e. General Terms and Conditions of SLCs:
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1. A11 credits shall be applied to the first invoice submitted by the Contractor following the

triggering of an SLC.

2. If more than one event triggering a Service Level default has occurred within a single

month, the sum of the corresponding SLCs (up to the At-Risk Amount) may be claimed by

State. If a single eveht triggers multiple SLA's failure, the State, at its sole discretion, shall

choose one SLC condition to apply.

3. Regardless of the SLC's origin or basis, SLCs may be applied against any invoice from or

payment to Contractor that is consistent with this section.

4. The SLCs may not be applied to any payments or funds due to Contractor outside the scope

of this Agreement

5. The Contractor shall report the Service Level Credit via a formal memo to the State

according to the Notices to Parties term in this Contract. All credits shall be applied to the

first invoice submitted by the Contractor following the triggering of an SLC.

f. Parties' Mutual Understandine of SLCs: SLCs credited hereunder shall not be deemed a

penalty, but rather a cost adjustment attributable to the lower level of service delivery.

Contractor acknowledges and agrees that Services delivered hereunder which meet the SLC

Conditions set forth herein have inherently less value for the State and the SLCs represent a fair

value for the services actually delivered; provided, however, the State shall retain all of its

remedies in law or at equity in the event that the State is entitled to an SLC in any given month,

subject to the Contractor's actual limitation on damages as set forth in Attachment D to this

Contract.

g. At-Risk Amount: The At-Risk Amount is the maximum amount of SLCs under this Contract

that the State may receive in the aggregate for Service Level defaults occurring during a single

calendar month unless otherwise specified in this Section. The "At-Risk Amount" shall be20o/o

percent of any monthly invoice, as detennined in accordance with Attachment B, Payment

Provisions, that are payable by State to Contractor during a calendar month in accordance with
the terms and conditions of Attachment B.

h. Excused Performance: Contractor(s) shall only be responsible to the extent a failure to meet the

Service Levels was solely and directly caused by acts or omissions of Contractor(s) andlor

Contractor's subcontractor. Contractor shall not be responsible to the extent caused by:

L any act(s) or omission(s) of third parties (excluding third parties provided by Contractor or

other third parties engaged by Contractor in relation to these or any other sdrvices provided

under an agreement with the State); or
2. Force Majeure events (as defined in Attachment C, Section 26), exceptlhat a Force

Majeure Event shall not excuse, delay or suspend Contractor's obligation to invoke and

follow its Project Management Plan or any other business continuity or disaster recovery

obligations set forth in this Contract in a timely fashion.

i. The Contractor shall:
L be liable for, and indemniff State from and against any negligent, unlawful or wrongful acts

or omissions all acts or omissions of the Contractor (including their subcontractors, agents,

and employees) which arise out of or directly relate to a loss or reduction of FFP
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(applicable to the.services and deliverables under this agreement, and loss or reduction

based on the maximum possible FFP eligible as if it were properly carried out), including

their subcontractors, agents, and employees, except to the extent that such losses or

reductions in FFP result from, in whole or in part, the negligence, unlawful or wrongful acts

or omission of the State. This provision, and Contractor's responsibility thereunder, shall

survive the term of this agreement to the extent allowed under state and federal law. The

obligations in this Section will not exceed the limits on the Contractor's Liability as set

forth in Section 8 of Attachment D.

2. if there is reasonable certainty that FFP will be, or is, lost or reduced per subsection (a), the

State may exercise any and all remedies available under this agreement, including but not

limited to, the set off provision in Attachment C. Election of remedies under this agreement

shall not foreclose, waive, or limit the State's ability to take further actions against

Contractor (or its subcontractors, agents, and employees) to the extent allowed by law.

15. Total Budget

TABLE 8.5 Total Operational and Project Costs

Total Budget 0r I 0t I 2017 - 12 I 3t I 2021

MMIS Operations 5-year cost (includes bill as utilized
operations)

974,834,445.50

Incentive Payments ($160,000 max per year'17-19) $480,000.00

MAPIR Core Development Tlllll thra9l30l20 $890,362.04

MAPIR Integration/Customization $810,400.00

Payment and Delivery Systern (PADS) Reform $619,700.00

Technology Updates - EDI $443,750.00

Technology Updates - CM Platform $125,000.00

TMSIS Enhancement $2,498,667.00

Provider Services Enhancement Project 93,022,826.00

Electronic Visit Verification Proj ect (EW) Implementation $1,418,778.00

Provider Initiated Eligibility (PIE) Project $62,500.00

Completed Projects:

Presumptive Eligibility: Completed $32,082.00

Medicare Grant Project: Completed - fixed price $13,200.00

Provider 6028 Proiect: Completed $2,795.14

Medicare Card Project: Completed $33,555.26

All Payer Model: Completed $1r7,142.46

Total 6Not to Exceedt Contract Budget $85,405,203.40

15.1 December2T,20IT,projecthours werebased on an estimated average of $120.61 perhour, to

vary depending on the CPI rate as described in Section 9 of this Attachment B.
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15.2 2019 New Project hours were based on an estimated average of $ 125.00 per hour, to vary

depending on the CPI rate as described in Section 9 of thiq Attachment B. (Actual2019 hourly bill
rate was $125.48.)

15.3 Monthly costs for additional Contractor space, EW PMPM charges, CSR hours, and postage

charges shall be billed as utilized.

15.4 2020 and202l New Project hours are'based on an estimated average of $128.00 per hour, to

vary depending on the CPI rate as described in Section 9 of this Attachment B.

16. Payments Upon Termination. At the time of termination, whether partial or full, the

Contractor shall invoice and State shall issue payment for partially completed services or

deliverables satisfactorily delivered to and not yet approved by the State and reasonable shut

down expenses for which Contractor can provide sufficient evidence and shall be at a price

mutually agreed upon by the Contractor and the State.

9. Attachment D beginning on page 77 oI106 of the base agreement is hereby deleted and replaced

by the Attachment D beginning on page 48 of this Amendment 4.

1.0. Attachment E beginning on page 94 of 106 of the base agreement is hereby deleted and replaced

by the Affachment E beginning on page 60 of this Amendment 4.

11. Attachment F, as previously amended, is hereby deleted and replaced by the Attachment F

beginning on page 68 of this Amendment 4.

Taxes Due to the State. Contractor further certifies under the pains and penalties of perjury that, as of
the date this contract amendment is signed, the Contractor is in good standing with respect to, or in full
compliance with a plan to pay, any and all taxes due the State of Vermont.

Child Support (Applicable to natural persons onlv: not applicable to corporations. partnerships or
LLCs). Contractor is under no obligation to pay child support or is in good standing with respect to or
in full compliance with a plan to pay any and all child support payable under a support order as of the
date of this amendment.

Certification Resarding Suspension or Debarment. Contractor certifies under the pains and penalties

of perjury that, as of the date this contract amendment is signed, neither Contractor nor
Contractor's principals (officers, directors, owners, or partners) are presently debarred, suspended,
proposed for debarment, declared ineligible or excluded from participation in federal programs, or
programs supported in whole or in part by federal funds.

Contractor further certifies under pains and penalties of perjury that, as of the date that this contract
amendment is signed, Contractor is not presently debarred, suspended, nor named on the State's
debarment list at: http://bes.vermont.sov/purchasins-contractine/debarment

Sole Source Contractor Ce4ification. This Contract results from a "sole source" procurement under
State of Vermont Administrative Bulletin 3.5 process and Contractor hereby certifies that it is and

will remain in compliance with the campaign contribution restrictions under 17 V.S.A. $ 2950.



This document consists of 82 pages. Except as modified by this Amendment No. 4, all provisions of

the Contract remain in full force and effect-

Surn or Vnnuoxr
DEpARTMENT ox' Vnnnrorcr Hw,rn Accnss
DXC TNCNVOLOGY SNNVTCPS LLC

STATE OF YERMONT

DnpmrMsxr or Vnnuonr Hnu,rn Accnss

Gustafson December 31,20'19
on

ConvGusr,qFsoN,CounatssloNER DATE

NOB I South, 280 State Drive

Waterbury, VT 05671-1010

Phone: 802-241'0219
Email: Cory.Gustafson@vermont'sov

Plcn56or82
Coxrnlcr#354E5

AMnrcoMnxr#4

CONTRACTOR

DXC TECM{OLOGY SNNVTCNS LLC

""#rB5-o.3#3Y#3ft, 
December30' 2o1e

EDlryARD Ho, VP AND GENERAL MANAGER Dn'rr
STATE GOVERNMENT, NORTHEEST RTqON

Suite 101, 312 Hurricane Iane
Williston, VT 05495

Phone: 617-699-3974

Email: odwardho(Odxc.com



Srlrn or Vnnvroxr
DnpanrvrnNT oF Vnnuonr llnlr.rn Accnss
DXC Tncrnlor,ocY Snnvrcns LLC

Pacn 57 or 82

Coxrnlcr #35485
AunNoiunxr #4

ATTACHMENT D
INFORMATION TECHNOLOGY SYSTEM IMPLEMENTATION

TERMS AND CONDITIONS (rev. 3/08/19)

1. MODIFICATIONS TO CONTRACTOR DOCUMENTS

The parties specifically agree that the Contractor Documents are hereby modified and superseded by

Attachment C and this Attachment D.

o'Contractor Documents" shall mean one or more document, agreement or other instrument required by

Contractor in connection with the performance of the products and services being purchased by the

State, regardless of format, including the license agreement, end user license agreement or similar

document, any hyperlinks to documents contained in the Contractor Documents, agreement or other

instrument uia iy other paper or ooshrinkwrap," o'clickwrap," oobrowsewrap" or other electronic

version thereof.

2. NO SUBSEQUENT, UNILATERAL MODIFICATION OF TERMS BY CONTRACTOR

Notwithstanding any other provision or other unilateral license terms which may be issued by Contractor

during the Term of this Contract, and irrespective of whether any such provisions have been

proposed prior to or after the issuance ofan order for the products and services being purchased by

the State, as applicable, the components of which are licensed under the Contractor Documents, or

the fact that such other agreement may be affixed to or accompany the products and services being

purchased by the State, as applicable, upon delivery, the terms and conditions set forth herein shall

supersede and govem licensing and delivery ofall products and services hereunder.

3. TERM OF CONTRACTOR'S DOCUMENTS; PAYMENT TERMS

Contractor acknowledges and agrees that, to the extent a Contractor Document provides for alternate

term or termination provisions, including automatic renewals, such sections shall be waived and

shall have no force and effect. A11 Conhactor Documents shall run conculrently with the term of
this Contract; provided, however, to the extent the State has purchased a perpetual license to use the

Contractor's software, hardware or other services, such license shall remain in place unless

expressly terminated in accordance with the terms of this Contract. Contractor acknowledges and

agrees that, to the extent a Contractor Document provides for payment terms which differ from the

payment terms set forth in Attachment B, such sections shall be waived and shall have no force and

Lffect and the terms in Attachment B shall govern.

4. OWNERSHIP AND LICENSE IN DELIVERABLES

4.L Contractor Intellectual Property.

As between the parties, and subject to the terms and conditions of this Contract, Contractor and its third-
. paffy suppliers will retain ownership of all intellectual property rights in the [System], and any and

all derivative works made to the [Systern] or any part thereof, as well as all Work Product provided

to the State ("Contractor Proprietary Technology"). The State acquires no rights to Contractor

Proprietary Technology except for the licensed interests granted under this Contract. The term

"Work Product" means all other materials, reports, manuals, visual aids, documentation, ideas,

concepts, techniques, inventions, processes, or works of authorship developed, provided or created

by Contractor or its employees or contractors during the course of performing work for the State

(excluding any State Data or derivative works thereof and excluding any output from the [System]
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. generated by the State's use of the [System], including without limitation, reports, graphs, charts and

modified State Data, but expressly including any form templates of such reports, graphs or charts

by themselves that do not include the State Data).

Title, ownership rights, and all Intellectual Property Rights in and to the [System] will remain the sole

property of Contractor or its suppliers. The State acknowledges that the source code is not covered

ty u"y license hereunder and will not be provided by Contractor. Except as set forth in this Contract,

no right or implied license or right of any kind is granted to the State regarding the [System] or any
' part ihereof. Nothing in this Contract confers upon either party any right to use the other party's

trade names and hadimarks, except for permitted license use in accordance with this Contract. All
use of such marks by either party will inure to the benefit of the owner of such marks, use of which

will be subject to specifications controlled by the owner.

4.2 State Intellectual Propertyl User Name

The State shall retain all right, title and interest in and to (i) all content and all property, data and

information furnished by or on'behalf of the State or any agency, commission or board thereof, and

to all information that is created under this Contract, including, but not limited to, all data that is

generated under this Contract as a result of the use by Contractor, the State or any third party of any

iechnology systems or knowledge bases that are developed for the State and used by Contractor

hereundd and all other rights, tangible or intangible; and (ii) all State trademarks, trade names, logos

and other State identifiers, Internet uniform resource locators, State user name or names, Internet

addresses and e-mail addresses obtained or developed pursuant to this Contract (collectively, 'oState

Intellectual Property").

Contractor may not collect, access or use State Intellectual Property for any purpose other than as

specified in this Contract. Upon expiration or termination of this Contract, Contractor shall return or

distroy all State Intellectual Property and all copies thereof, and Contractor shall have no further

right or license to such State Intellectual Property.

Contractor acquires no rights or licenses, including, without limitation, intellectual property rights or

licenses, to use State Intellectual Property for its own purposes. In no event shall the Contractor

claim any security interest in State Intellectual Property.

5. CONFIDENTIILITY AND NON.DISCLOSURE; SECURITY BREACH REPORTING

5.1 For pu{poses of this Contract, confidential information will not include information or material

which (a) enters the public domain (other than as a result of a breach of this Contract); (b) was in the

receiving party's possession prior to its receipt from the disclosing party; (c) is independently

developed by ihe receiving party without the use of confidential information; (d) is obtained by the

receiving party from a third party under no obligation of confidentiality to the disclosing party; or

(e) is not exempt from disclosure under applicable State law.

5.2 Confidentiatity of Contractor Information. The Contractor acknowledges and agrees that this

Contract and any and all Contractor information obtained by the State in connection with this

Contract are subject to the State of Vermont Access to Public Records Act, I V.S.A. $ 315 et seq.

The State will not disclose information for which a reasonable claim of exemption can be made

pursuant to I V.S.A. $ 317(c), including, but not limited to, trade secrets, proprietary information or

hnancial information, including any formulae, plan, pattern, process, tool, mechanism, compound,

procedure, production data, or compilation of information which is not patented, which is known

only to the 
-Contractor, 

and which gives the Contractor an opportunity to obtain business advantage

over competitors who do not know it or use it.
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The State shall immediately notifr Contractor of any request made under the Access to Public Records

Act, or any request or demand by any court, governmental agency or other person asserting a demand

or request for Contractor information. Contractor may, in its discretion, seek an appropriate
protective order, or otherwise defend any right it may have to maintain the confidentiality of such

information under applicable State law within three business days of the State's receipt of any such

request. Contractor agrees that it will not make any claim against the State if the State makes

available to the public any information in accordance with the Access to Public Records Act or in
response to a binding order from a court or governmental body or agency compelling its production.

Contractor shall indemnift the State for any costs or expenses incurred by the State, including, but
not limited to, attorneys' fees awarded in accordance with 1 V.S.A. $ 320, in connection with any

' action brought in connection with Contractor's attempts to prevent or uffeasonably delay public
disclosure of Contractor's information if a final decision of a court of competent jurisdiction
determines that the State improperly withheld such information and that the improper withholding
was based on Contractor's attempts to prevent public disclosure of Contractor's information.

The State agrees that (a) it will use the Contractor information only as may be necessary in the course of
performing duties, receiving services or exercising rights under this Contract; (b) it will provide at a

minimum the same care to avoid disclosure or unauthorized use of Contractor information as it
provides to protect its own similar confidential and proprietary information; (c) except as required
by the Access to Records Act, it will not disclose such information orally or in writing to any third
party unless that third party is subject to a written confidentiality agreement that contains restrictions
and safeguards at least as restrictive as those contained in this Contract; (d) it will take all reasonable
precautions to protect the Contractor's information; and (e) it will not otherwise appropriate such

information to its own use or to the use of any other pe,rson or entity.

Contractor may affix an appropriate legend to Contractor information that is provided under this Contract
to reflect the Contractor's determination that any such information is a trade secret, proprietary
information or financial information at time of delivery or disclosure.

5.3 Confidentiality of State Information. In perforrnance of this Contract, and any exhibit or schedule

hereunder, the Contractor acknowledges that certain State Data (as defined below), to which the
Contractor may have access may contain individual federal tax information, personal protected
health information and other individually identifiable information protected by State or federal law
or otherwise exempt from disclosure under the State of Vermont Access to Public Records Act, 1

V.S.A. $.315 et seq. ("State Datd'). In addition to the provisions of this Section, the Contractor shall
comply with the requirements set forth in the State's HIPAA Business Associate Agreement attached

to this Contract as Attachment E.

State Data shall not be stored, accessed from, or transferred to any location outside the United States.

Unless otherwise instructed by the State, Contractor agrees to keep confidential all State Data. The
Contractor agrees that (a) it will use the State Data only as may be necessary in the course of
performing duties or exercising rights under this Contract; (b) it will provide at a minimum the same

iare to avoid disclosure or unauthorized use of State Data as it provides to protect its own similar
confidential and proprietary information; (c) it will not publish, reproduce, or otherwise divulge any
State Data in whole or in part, in any manner or form orally or in writing to any third party unless it
has received written approval from the State and that third party is subject to a written confidentiality
agreement that contains restrictions and safeguards at least as restrictive as those contained in this
Contract; (d) it will take all reasonable precautions to protect the State's information; and (e) it will
not otherwise appropriate such information to its own use or to the use of any other person or entity.
Contractor will take reasonable measures as are necessary to restrict access to State Data in the
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Contractor's possession to only those employees on its staff who must have the information on a

"need to know" basis. The Contractor shall not retain any State Data except to the extent required

to perform the services under this Contract.

Contractor shall not access State user accounts or State Data, except in the course of data center

operations, response to service or technical issues, as required by the express terms of this Contract,

or at State's written request.

Contractor may not share State Data with its parent company or other affiliate without State's express

written consent.

The Contractor shall promptly notiff the State of any request or demand by any court, governmental

agency or other person asserting a demand or request for State Data to which the Conttactor or any

third party hosting service of the Contractor may have access; so that the State may seek an

appropriate protective order.

6. SECURITY OF STATE INFORMATION

6.L security Standards. To the extent the Contractor or its subcontractors, affiliates or agents handles,

collects, stores, disseminates or otherwise deals with State Data, the Contractor represents and

warrants that it has implemented and it shall maintain during the term of this Contract the highest

industry standard administrative, technical, and physical safeguards and controls consistent with
NIST Special Publication 800-53 (version 4 or higher) and Federal Information Processing

Standards Publication 200 and designed to (i) ensure the security and confidentiality of State Data;

(ii) protect against any anticrpated security threats or hazards to the security or integrity of the State

Data; and (iii) protect against unauthorized access to or use of State Data. Such measures shall

include at a minimum: (l) access controls on information systems, including controls to authenticate

and permit access to State Data only to authorized individuals and controls to prevent the Contractor

employees from providing State Data to unauthorized individuals who may seek to obtain this

information (whether through fraudulent means or otherwise); (2) industry-standard firewall
protection; (3) encryption of electronic State Data while in transit from the Contractor networks to

external nelworks; (4) measures to store in a secure fashion all State Data which shall include, but

not be limited to, encryption at rest and multiple levels of authentication; (5) dual control procedures,

segregation of duties, and pre-employment criminal background checks for employees with
responsibilities for or access to State Data; (6) measures to ensure that the State Data shall not be

altered or comrpted without the prior written consent of the State; (7) measures to protect against

destruction, loss or damage of State Data due to potential environmentalhazards, such as fire and

water damage; (8) staff training to implement the information security measures; and.(9) monitoring

of the security of any portions of the Contractor systems that are used in the provision of the services

against intrusion on a twenty-fotx (24) hour a day basis.

6.2 Security Breach Notice and Reporting. The Contractor shall have policies and procedures in place

for the effective management of Security Breaches, as defined below, which shall be made available

to the State upon request.

In addition to the requirements set forth in any applicable Business Associate Agreement as may be

attached to this Contract, in the event ofany actual security breach or reasonable beliefofan actual

security breach the Contractor either suffers or learns of that either compromises or could

compromise State Data (a "security Breach"), the Contractor shall notifu the State within 24 hours

of its discovery. Contractor shall immediately determine the nature and extent of the Security

Breach, contain the incident by stopping the unauthorized practice, recover records, shut down the

system that was breached, revoke access and/or correct weaknesses in physical security. Contractor
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shall report to the State: (i) the nature of the Security Breach; (ii) the State Data used or disclosed;
(iii) who made the unauthorized use or received the unauthorized disclosure; (iv) what the Contractor

has done or shall do to mitigate any deleterious effect of the unauthorized use or disclosure; and (v)

what corrective action the Contractor has taken or shall take to prevent future similar unauthorized

use or.disclosure. The Contractor shall provide such other information, including a written report,

as reasonably requested by the State. Contractor shall analyze anddocument the incident and provide

all notices required by applicable law.

In accordance with Section 9 V.S.A. $2435(bX3), the Contractor shall notifu the Office of the Attorney
General, or, if applicable, Vermont Department of Financial Regulation ("DFR"), within fourteen
(14) business days of the Contractor's discovery of the Security Breach. The notice shall provide a

preliminary description of the breach. The foregoing notice requirement shall be included in the

subcontracts of any of Contractor's subcontractors, affiliates or agents which may be o'data

collectors" hereunder.

The Contractor agrees to fully cooperate with the State and assume responsibility at its own expense for
the following, to be determined in the sole discretion of the State: (i) notice to affected consumers if
the State determines it to be appropriate under the circumstances of any particular Security Breach,

in a form recommended by the AGO; and (ii) investigation and remediation associated with a

Security Breach, including but not limited to, outside investigation, forensics, counsel, crisis

management and credit monitoring, in the sole determination of the State.

The Contractor agrees to comply with all applicable laws, as such laws may be amended from time to
time (including, but not limited to, Chapter 62 of Title 9 of the Vermont Statutes and all applicable

State and federal laws, rules or regulations) that require notification in the event of unauthorized
release of personally-identifiable information or other event requiring notification.

In addition to any other indemnification obligations in this Contract, the Contractor shall fully indemnifr
and save harmless the State from any costs, loss or damage to the State resulting from a Security
Breach or the unauth oized disclosure of State Data by the Contractor, its officers, agents, employees,
and subcontractors.

6.3 Security Policies. To the extent the Contractor or its subcontractors, affiliates or agents handles,

collects, stores,. disseminates or otherwise deals with State Data, the Contractor will have an

information security policy that protects its systems and processes and media that may contain State

Data fiom internal and external security threats and State Data from unauthorized disolosure, and

will have provided a copy of such policy to the State. The Contractor shall provide the State with not
less than ttrirty (30) days advance written notice of any material amendment or modification of such

policies.

6.4 Operations Security. To the extent the Contractor or its subcontractors, affiliates or agents handles,

collects, stores, disseminates or otherwise deals with State Data, the Contractor shall cause an SSAE
18 SOC I Type 2 auditreport to be conducted annually. The Contractor will be required to comply
with SSAE 18 SOC 2Type 2 by December 31,2021. The audit results and the Contractor's plan for
addressing or resolution of the audit results shall be shared with the State within sixty (60) days of
the Contractor's receipt of the audit results. Further, on an annual basis, within 90 days of the end of
the Contractor's fiscal year, the Contractor shall transmit its annual audited financial statements to
the State.

6.5 Redundant Back-Up. The Contractor shall maintain a fully redundant backup data center
geographically separated from its main data center. Contractor maintains near realtime replication of
data from the main data center for the MMIS AIM production database only. The Contractor shall
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perform daily offsite backups of all other systems. The Contractor's back-up policies shall be made
available to the State upon request. The Contractor shall provide the State with not less than thirty
(30) days advance written notice of any material amendment or modification of such policies.

6.6 Vulnerability Testing. The Contractor shall run quarterly wlnerability assessments and promptly
report results to the State. Contractor shall remediate all critical issues within 90 days, all medium
issues within 120 days and low issues within 180 days. Contractor shall obtain written State approval
for any exceptions. Once remediation is complete, Contractor shall re-perform the test.

7. CONTRACTOR'S REPRESENTATIONS AND WARRANTIES

7.1 General Representations and Warranties. The Contractor represents, warrants and covenants

that:

(D The Contractor has all requisite power and authority to execute, deliver and perform its
obligations under this Contract and the execution, delivery and performance of this
Contract by the Contractor has been duly authoizedby the Contractor.

(ii) There is no outstanding litigation, arbitrated matter or other dispute to which the
Contractor is a party which, if decided unfavorably to the Contractor, would reasonably
be expected to have a material adverse effect on the Contractor's ability to fuIfiIl its
obligations under this Contract.

(iii) The Contractor will comply with all laws applicable to its performance of the services

and otherwise to the Contractor in connection with its obligations under this Contract.

(iv) The Contractor (a) owns, or has the right to use under valid and enforceable agreements,
all intellectual property rights reasonably necessary for and related to delivery of the
services and provision of, the Deliverables as set forth in this Contract; (b) shall be

responsible for and have full authority to license all proprietary andlor third party
software modules, including algorithms and protocols, that Contractor incorporates into
its product; and (c) none of the Deliverables or other materials or technology provided by
the Contractor to the State will infringe upon or misappropriate the intellectual property
rights of any third party

(v) The Contractor has adequate resources to fulfill its obligations under this Contract.

(vi) Neither Contractor nor Contractor's subcontractors has past state or federal violations,
convictions or suspensions relating to miscoding of employees in NCCI job codes for
purposes of differentiating between independent contractors and employees,

7.2 Contractoros Performance Warranties. Contractor represents and warrants to the State that:

(i) All Deliverables will be free from material errors and shall perform in accordance with
the specifications therefor for a period of at least one year.

(iD Contractor will provide to the State commercially reasonable continuous and

unintemrpted access to the Service as defined within this Contract via Exhibit 1,

Functional and Technical Requirements, and will not interfere with the State's access to
and use of the Service during the term of this Contract;

(iii) The Service is compatible with and will operate successfully with any environment
(including web browser and operating system) specified by the Contractor in its
documentation;
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(iv) Each and all of the services shall be performed in a timely, diligent, professional and

skillful manner, in accordance with the highest professional or technical standards

applicable to such services, by qualified persons with the technical skills, training and

experience to perform such services in the planned environment.

(v) All Deliverables supplied by the Contractor to the State shall be transferred free and clear

of any and all restrictions on the conditions of transfer, modification, licensing,

sublicensing and free and clear of any and all liens, claims, mortgages, security interests,

liabilities and encumbrances or any kind.

(vi) Any time software is delivered to the State, whether delivered via electronic media or the

internet, no portion of such software or the media upon which it is stored or delivered will
have any type of software routine or other element which is designed to facilitate
unauthorized access to or intrusion upon; or unrequested disabling or erasure of; or
unauthorized interference with the operation of any hardware, software, data or peripheral

equipment of or utilized by the State. Without limiting the generality of the foregoing, if
the State believes that harmful code may be present in any software delivered hereunder,

Contractor will, upon State's request, provide a new or clean install of the software.

Notwithstanding the foregoing, Contractor assumes no responsibility for the State's

negligence or failure to protect data from viruses, or any unintended modification,
destruction or disclosure.

(vii) To the extent Contractor resells commercial hardware or software it purchased from a
third party, Contractor will, to the extent it is legally able to do so, pass through any such

third-party warranties to the State and will reasonably cooperate in enforcing them. Such

warranty pass-through will not relieve the Contractor from Contractor's warranty
obligations set forth herein.

7.3 Limitation on Disclaimer. The express warranties set forth in this Contract shall be in lieu of all
other warranties, express or implied.

7.4 E,fflect of Breach of Warranty. If, at any time during the term of this Contract, software or the

results of Contractor's work fail to perform according to any warranty of Contractor under this
Contract, the State shall promptly notifr Contractor in writing of such alleged nonconformance, and

Contractor shall, at its own expense and without limiting any other rights or remedies of the State

hereunder, re-perform or replace any services that the State has determined to be unsatisfactory in
its reasonable discretion. Alternatively, with State consent, the Contractormayrefund of all amounts
paid by State for the nonconforming deliverable or service

8. PROFESSIONAL LIABILITY AND CYBER LIABILITY INSURANCE COVERAGE

In addition to the insurance required in Attachment C to this Contract, before commencing work
on this Contract and throughout the term of this Contract, Contractor agrees to procurg and

maintain (a) Technology Professional Liability insurance for any and all services performed under

this Conhact, including first party Breach Notification Coverage, with minimum third party

coverage of five (5) million dollars per claim, five (5) million dollars aggregate.

Before commencing work on this Contract, the Contractor must provide certificates of insurance

to show that the foregoing minimum coverages are in effect.



Srlrr or VrnvroNr
DnpanruBNT or VnnnnoNr Hrll,rn Accnss
DXC Tncrnvor,ocY SnnvrCNS LLC

P.lcn 64or82
CoNrru.cr #35485

AvrnNovrnNr #4

With respect to the first party Breach Notification Coverage, Contractor shall name the State of
Vermont and its officers and employees as additional insureds for liability arising out of this
Contract.

9. LIMITATION OF LIABILITY.

CONTRACTOR'S LIABILITY FOR DAMAGES TO THE STATE ARISING OUT OF THE
SUBJECT MATTER OF THIS CONTRACT SHALL NOT EXCEED TWO TIMES THE
MAXIMUM AMOUNT PAYABLE UNDER THIS CONTRACT, AS THE SAME MAY BE
AMENDED FROM TIME-TO-TIME. LIMITS OF LIABILITY FOR STATE CLAIMS SHALL
NOT APPLY TO STATE CLAIMS ARISING OUT OF: (A) CONTRACTOR'S OBLIGATION
TO INDEMNIFY THE STATE; (B) CONTRACTOR,S CONFIDENTIALITY OBLIGATIONS
TO THE STATE; (C) PERSONAL INJURY OR DAMAGE TO REAL OR PERSONAL
PROPERTY; (D) CONTRACTOR,S GROSS NEGLIGENCE, FRAUD OR INTENTIONAL
MISCONDUCT; OR (E) VIOLATIONS OF THE STATE OF VERMONT FRAUDULENT
CLAIMS ACT. IN NO EVENT SHALI, THIS LIMIT OF LIABILITY BE CONSTRUED TO
LIMIT CONTRACTOR'S LIABILITY FOR THIRD PARTY CLAIMS AGAINST THE
CONTRACTOR WHICH MAY ARISE OUT OF CONTRACTOR'S ACTS OR OMISSIONS IN
THE PERFORMANCE OF THIS CONTRACT.

NEITHER PARTY SHALL BE LIABLE TO THE OTHER FOR ANY INDIRECT, INCIDENTAL OR
SPECIAL DAMAGES, DAMAGES WHICH ARE UNFORESEEABLE TO THE PARTIES AT
THE TIME OF CONTRACTING, DAMAGES WHICH ARE NOT PROXIMATELY CAUSED
BY A PARTY, SUCH AS LOSS OF ANTICIPATED BUSINESS, OR LOST PROFITS, INCOME,
GOODWILL, OR REVENUE IN CONNECTION WITH OR ARISING OUT OF THE SUBJECT
MATTER OF THIS CONTRACT.

The provisions of this Section shall apply notwithstanding any other provisions of this Contract or any other

agreement.

10. TRADE SECRET, PATENT AND COPYRIGHT INFRINGEMENT

The State shall not be deemed to waive any of its rights or remedies at law or in equity in the event of
Contractor's trade secret, patent andlor copyright infringement.

11 REMEDIES FOR DEFAULT; NO WAIVER OF REMEDIES

In the event either party is in default under this Contract, the non-defaulting party may, at its option,
pursue any or all of the remedies available to it under this Contract, including termination for cause,

and at law or in equity.

No delay or failure to exercise any right, power or remedy accruing to either party upon breach or default
by the other under this Contract shall impair any such right, power or remedy, or shall be construed

as a waiver of any such right, power or remedy, nor shall any waiver of a single breach or default
be deemed a waiver of any subsequent breach or default. All waivers must be in writing.

12 NO ASSUMPTION OF COSTS

Any requirement that the State defend or indemnifu Contractor or otherwise be liable for the expenses

or reimbursement, including attorneys' fees, collection costs or license verification costs of
Contractor, is hereby deleteilfrom the Contractor Documents.

13 TERMINATION
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Upon termination of this Contract for any reason whatsoever, Contractor shall immediately deliver to

the State all State information, State Intellectual Property or State Data (including without limitation
any Deliverables for which State has made payment in whole or in part) ("State Materials"),that are

in the possession or under the control of Contractor in whatever stage of development and form of
recordation such State property is expressed or embodied at that time.

In the event the Contractor ceases conducting business in the normal course, becomes insolvent, makes

a general assignment for the benefit of creditors, suffers or permits the appointment of a receiver for
its business or assets or avails itself of or becomes subject to any proceeding under the Federal

Bankruptcy Act or any statute of any state relating to insolvency or the protection of rights of
creditors, the Contractor shall immediately retum all State Materials to State control; including, but
not limited to, making all necessary access to applicable remote systems available to the State for
purposes of downloading all State Materials.

Contractor shall reasonably cooperate with other parties in connection with all services to be delivered

under this Conhact, including without limitation any successor provider to whom State Materials
are to be transferred in connection with termination. Contractor shall assist the State in exporting
and extracting the State Materials, in a format usable without the use of the Services and as agreed

to by State, at no additional cost.

Any transition services requested by State involving additional knowledge transfer and support may be

subject to a contract amendment for a fixed fee or at rates to be mutually agreed upon by the parties.

If the State determines in its sole discretion that a documented transition plan is necessary, then no later
than sixty (60) days prior to termination, Contractor and the State shall mutually prepare a Transition
Plan identiffing transition services to be provided.

14. ACCESS TO STATE DATA:

The State may import or export State Materials in part or in whole at its sole discretion at any time (24

hours aday, seven (7) days a week, 365 days ayear), during the term of this Contract or for up to

fthree (3) months] after the Term (so long as the State Materials remain in the Contractor's
possession) without interference from the Contractor in a format usable without the Service and in
an agreed-upon file format and medium at no additional cost to the State.

The Contractor must allow the State access to information such as system logs and latency statistics that

affect its State Materials and or processes.

The Contractor' s policies regarding the retrieval of data upon the termination of services have been made

available to the State upon execution of this Contract under separate cover. The Contractor shall
provide the State with not less than thirty (30) days advance written notice of any material
amendment or modification of such policies.

15. AUDIT RIGHTS

Contractor will maintain and cause its permitted contractors to maintain a complete audit trail of all
transactions and activities, financial and non-financial, in connection with this Contract. Contractor

will provide to the State, its internal or external auditors, clients, inspectors, regulators and other

designated representatives, at reasonable times (and in the case of State or federal regulators, at any

time required by such regulators) access to Contractor personnel and to any and all Contractor

facilities or where the required information, data and records are maintained, for the purpose of
performing audits and inspections (including unannounced and random audits) of Contractor and/or
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Contractor personnel andlor any or all of the records, data and information applicable to this

Contract.

At a minimum, such audits, inspections and access shall be conducted to the extent permitted or required

by any laws applicable to the State or Contractor (or such higher or more rigorous standards, if any,

as State or Contractor applies to its own similar businesses, operations or activities), to (i) veriff the

accuracy of charges and invoices; (ii) veri&the integrity of State Data and examine the systems that

process, store, maintain, support and transmit that data; (iii) examine and verifu Contractor's and/or

its permitted contractors' operations and security procedures and controls; (iv) examine and veriff
Contractor's and/or its permitted contractors' disaster recovery planning and testing, business

resumption and continuity planning and testing, contingency arrangements and insurance coverage;

and (v) examine Contractor's and/or its permitted contractors' perfonnance of the Services

including audits of: (l) practices and procedures; (2) systems, communications and informatiQn

technology; (3) general controls and physical and datalinformation security practices and

procedures; (4) quality initiatives and quality assurance, (5) contingency and continuity planning,

disaster recovery and back-up procedures for processes, resources and data; (6) Contractor's andlor
its permitted contractors' efficiency and costs in performing Services; (7) compliance with the terms

of this Contract and applicable laws, and (9) any other matters reasonably requested by the State.

Contractor shall provide and cause its permitted contractors to provide full cooperation to such

auditors, inspectors, regulators and representatives in connection with audit functions and with
regard to examinations by regulatory authorities, including the installation and operation of audit

software.

16. DESTRUCTION OF STATE DATA

At any time during the term of this Contract within (i) thirty days of the State's written request or (ii)

[three (3) months] of termination or expiration of this Contract for any reason, and in any event after

the State has had an opportunity to export and recover the State Materials, Contractor shall at its

own expense securely destrgy and erase from all systems it directly or indirectly uses or controls all
tangibli or intangible forms of the State Materials, in whole or in part, and all copies thereof except

such records as are required by law. The destruction of State Data and State Intellectual Property

shall be performed according to National Institute of Standards and Technology (NIST) approved

methods. Contractor shall certiff in writing to the State that such State Data has been disposed of
securely. To the extent that any applicable law prevents Contractor from destroying or erasing State

Materials as set forth herein, Contractor shall retain, in its then current state, all such State Materials
then within its right of control or possession in accordance with the confidentiality, security and

other requirernents of this Contract, and perform its obligations under this section as soon as such

law no longer prevents it from doing so. '

Further, upon the relocation of State Data, Contractor shall securely dispose of such copies from the

former data location and certifr in writing to the State that such State Data has been disposed of
securely. Contractor shall comply with all reasonable directions provided by the State with respect

to the disposal.of State Data.

17 CONTRACTOR BAIIKRUPTCY.

Contractor acknowledges that if Contractor, as a debtor in possession, or a trustee in bankruptcy in a
case under Section 365(n) of Title 11, United States Code (the "Bankruptcy Code"), rejects this
Contract, the State may elect to retain its rights under this Contract as provided in Section 365(n)

of the Bankruptcy Code. Upon written request of the State to Contractor or the Bankruptcy
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Trustee, Contractor or such Bankruptcy Trustee shall not interfere with the rights of the State as

provided in this Contract, including the right to obtain the State Intellectual Property.

18 SOFTWARE LICENSEE COMPLIANCE REPORT.

In lieu of any requirement that may be in a Contractor Document that the State provide the Contractor
with access to its System for the purpose of determining State compliance with the terms of the
Contractor Document, upon request and not more frequently than annually, the State will provide
Contractor with a certified report concerning the State's use of any software licensed for State use
pursuant this Contract. The parties agree that any non-compliance indicated by the report shall not
constitute infringement of the licensor's intellectual property rights, and that settlement payment
mutually agreeable to the parties shall be the exclusive remedy for any such non-compliance.

19. SOV Cybersecurity Standard 19-01

All products and service provided to or for the use of the State under this Contract shall be in compliance
with State of Vermont Cybersecurity Standard 19-01, which Contractor acknowledges has been
provided to it, and is available on-line at the following URL:

https://dieitalservices.vermont.sov/cybersecuriVcybersecurity-standards-and-directives

20. DISPUTE RESOLUTION
20.1 Governing Lawl Jurisdiction. The Contractor agrees that this Contract, including any

Coniractor Document, shall be governed by and construed in accordance with the laws of
the State of Vermont and that any action or proceeding brought by either the State or the
Contractor in connection with this Contract shall be brought and enforced in the Superior
Court of the State of Vermont, Civil Division, Washington Unit. The Confractor irrevocably
submits to the jurisdiction of such court in respect of any such action or proceeding. The
State shall not be liable for attorneys' fees in any proceeding.

20.2 Contractor Default. The Contractor shall be in default under this Contract if Contractor
commits any material breach of any covenant, warranty, obligation or certification under
this Contract, fails to perform the Services in conformance with the specifications and
warranties provided in this Contract, or clearly manifests an intent not to perform future
obligations under this Contract, and such breach or default is not cured, or such
manifestation of an intent not to perform is not corrected by reasonable written assurances

of performance within thirty (30) days after delivery of the State's notice period, or such
longer period as the State may specifit in such notice or as otherwise agreed by the parties..

20.3 State Default. State shall be in default under this Contract if State commits any material
breach or default of any covenant, warranty, or obligation under this Contract and State fails
to cure such failure within thirty (30) business days after delivery of Contractor's notice or
such longer period as Contractor may specify in such notice or as otherwise agreed by the
parties.

21.4 Informal Dispute Resolution. The parties desire that all disputes arising under this
Contract be resolved expeditiously and amicably between the Contractor and the State
Program Manager. The parties shall use good faith to resolve any disputed matter. In the
event a material dispute remains unresolved between the Contractor and the State after a

seven (7) business day period, the dispute should be elevated to the Vice President of State
and Local Government Healthcare for the Contractor and the Commissioner or
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Commissioner's designee for the State.

21.5Trade Secret, Patenf and Copyright Infringement. The State shall not be deemed to

waive any of its rights or remedies at law or in equity in the event of Contractoros trade

secret, patent andlor copynght infringement
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ATTACHMENT E _ BUSINESS ASSOCIATE AGREEMENT

SOV CONTRACT: DXC Technology Services LLC

SOV CONTRACT No. 3S4b5 CONTRACT Effective DATE: January 1,2017

This Business Associate Agreement ("Agreement") is entered into by and between the State of
Vermont Agency of Human Services, operating by and through its Department of Vermont Health
Access ("Covered Entity") and Party identified in this Agreement as Contractor above ("Business
Associate"). This Agreement supplements and is made apart of the agreement ("Contract") to which it
is attached.

Covered Entity and Business Associate enter into this Agreement to comply with the standards
promulgated under the Health Insurance Portability and Accountability Act of 1996 ("HIPAA"),
including the Standards for the Privacy of Individually Identifiable Health Information, at 45 CFR Parts

160 and 164 ("Pnvacy Rule"), and the Security Standards, at 45 CFR Parts 160 and 164 ("Security
Rule"), as amended by Subtitle D of the Health Information Technology for Economic and Clinical
Health Act (HITECH), and any associated federal rules and regulations.

The parties agree as follows:

1. Definitions. All capitalized terms used but not otherwise defined in this Agreement have the
meanings set forth in 45 CFR Parts 160 and 164 as amended by HITECH and associated federal
rules and regulations. Terms defined in this Agreement are italicized. Unless otherwise specified,
when used in this Agreement, defined terms used in the singular shall be understood if appropriate
in their context to include the plural when applicable.

"Agent" means an Individual acting within the scope of the agency of the Business Associate, in
accordance with the Federal common law of agency, as referenced in 45 CFR $ 160.402(c) and
includes Workforce members and Sub contrac to rs.

"Breach" means the acquisition, Access, fJse or Disclosure of Protected Health Information (PHI) which
compromises the Security or privacy of the PHI, except as excluded in the definition of Breach in
4s cFR 5164.402.

"Business Associate" shall have the meaning given for "Business Associate" in 45 CFR $ 160.103 and

means Contractor or Grantee and includes its Workforce, Agents and Subcontractors.

'oElectronic PHI' shall mean PHI created, received, maintained or transmitted electronically in
accordance with 45 CFR $ 160.103.

"Individuaf' includes a Person who qualifies as a personal representative in accordance with 45 CFR $
I6a.s02(s)

ooProtected Health Information" (ooPHI') shall have the meaning given in 45 CFR $ 160.103, limited to
the PHI created or received by Business Associate from or on behalf of Covered Entity.
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ooRequired by Law" means a mandate contained in law that compels an entity to make a use or disclosure

of PHI and that is enforceable in a court of law and shall have the meaning given in 45 CFR $
164.103.

"Report" means submissions required by this Agreement as provided in section 2.3.

'osecurity Incident" means the attempted or successful unauth oized Access, Use, Disclosure,

modification, or destruction of Information or interference with system operations in an Information
System relating to PHI in accordance with 45 CFR $ 164.304.

'oservices" includes all work performed by the Business Associate for or on behalf of Covered Entity that

requires the Use and/or Disclosure of PHI to perform a Business Associate function described in 45

cFR $ 160.103.

"subcontractor" means a Person to whom Business Associate delegates a function, activity, or service,

other than in the capacity of a member of the workforce of such Business Associate.

"successful Security Incident" shall mean a Security Incident that results in the unauthorized Access,

Use, Disclosure, modification, or destruction of informatibn or interference with system operations

in an Information System.

oo(Jnsuccessful Security Incident" shall mean a Security Incident such as routine occurences that do not
result in unauthorized Access, IJse, Disclosure, modification, or destruction of information or
interference with system operations in an Information System, such as: (i) unsuccessful attempts to

penetrate computer networks or services maintained by Business Associate; and (ii) immaterial
incidents such as pings and other broadcast attacks on Business Associate's firewall, port scans,

unsuccessful log-on attempts, denials of service and any combination of the above with respect to

Busines s As so ciate's Information System.

"Targeted (Jnsuccessful Security Incident" means an (Jnsuccessful Security Incident that appears to be

an attempt to obtain unauthorized Access, Use, Disclosure, modification or destruction of the

Covered Entity's Electronic PHI.

2. Contact Information for Privacv and Securitv Officers and Reports.

2.1 Business Associate shall provide, within ten (10) days of the execution of this Agreement, written
notice to the Contract or Grant manager the names and contact information of both the HIPAA
Privacy Officer and HIPAA Security Officer of the Business Associate. This information must

be updated by Business Associate any time these contacts change.

2.2 Covercd Entity's HIPAA Privacy Officer and HIPAA Security Officer contact information is
posted at http://humanservices.vermont.gov/policy-legislationlhipaaAripaa-info-
benefi ciaries/ahs-hipaa-contacts/

2.3 Business Associate shall submit all Reporls required by this Agreement to the following email

address : AHS.PrivacyAndSecurity@vermont. gov

3. Permitted and Required Uses/Disclosures of PIII.
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3.1 Subject to the terms in this Agreement, Business Associate may Use or Disclose PHI to perform

Services, as specified in the Contract or Grant. Such Uses and Disclosures are limited to the

minimum necessary to provide the Services. Business Associate shall not Use or Disclose PHI in
any manner that would constitute a violation of the Privacy Rule if Used or Disclosed by Covered

Entity in that manner. Business Associate may not Use or Disclose PHI other than as permitted

or required by this Agreement or as Required by Law and only in compliance with applicable

laws and regulations.

3.2 Business Associate may make PHI avallable to its Workforce, Agent and Subcontractor who
need Access to perform Services as permitted by this Agreement, provided that Business

Associate makes them aware of the Use and Disclosure restrictions in this Agreement and binds

them to comply with such restrictions.

3.3 Business Associate shall be directly liable under HIPAA for impermissible Uses and Disclosures

of PHI.

4. Business Activities. Business Associate may Use PHI if necessary for Business Associate 's proper

management and administration or to carry out its legal responsibilities. Business Associate may
Disclose PHI for Business Associate's proper management and administration or to carry out its
legal responsibilities if a Disclosure is Required by Law or if Business Associate obtains reasonable

written assurances via a written agreement from the Person to whom the information is to be

Disclosed that such PHI shall remain confidential and be Used or further Disclosed only as Required
by Law or for the purpose for which it was Disclosed to the Person, and the Agreement requires the

Person to notiff Business Associate, within five (5) business days, in writing of any'Breach of
Unsecured PHI of which it is aware. Such Uses and Disclosures of Plllmust be of the minimum
amount necessary to accomplish such purposes.

5. Electronic PHI Securitv Rule Oblieations

5.1 With respect to Electronic PHI, Business Associate shall;

a) Implement and use Administrative, Physical, and Technical Safeguards in compliance with 45 CFR

sections I 64.308, 164.310, and 164.312;

b) Identifu in writing upon request from Covered Entity allthe safeguards that it uses to protect such

Electronic PHI;

c) Prior to any Use or Disclosure of Electronic PHIby an. Agent or Subcontractor, erstJre that any

Agent or Subcontractor to whom it provides Electronic PHI agrees in writing to implement and

use Administrative, Physical, and Technical Safeguards that reasonably and appropriately protect

the Confidentiality, Integrity and Availability of Electronic PHI. The written agreement must

identifu Covered Entity as a direct and intended third party beneficiary with the right to enforce

any breach of the agreement concerning the Use or Disclosure of Electronic PHI, and be provided
to Covered Entity upon request;

d) Report in writing to Covered Entity any Successful Security Incident or Targeted Security Incident
as soon as it becomes aware of such incident and in no event later than five (5) business days

after such awareness. Such report shall be timely made notwithstanding the fact that little
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information may be known at the time of the report and need only include such information then
available;

e) Following such report, provide Covered Entity with the information necessary for Covered Entity
to investigate any such incident; and

f) Continue to provide to Covered Entity information concerning the incident as it becomes available

to it.

5.2 Reporting (Jnsuccessful Security Incidents. Business Associate shall provide Covered Entity
upon written request a Report that (a) identifies the categories of Unsuccessful Security
Incidents; (b) indicates whether Business Associate believes its current defensive security
measures are adequate to address all Unsuccessful Security Incidents, given the scope and nature

of such attempts; and (c) if the security measures are not adequate, the measures Business

Associate will implement to address the security inadequacies.

5.3 Business Associate shall comply with any reasonable policies and procedures Covered Entity
implements to obtain compliance under the Security Rule.

6. Reporting and Documenting Breaches.

6.1 Business Associate shall Report to Covered Entity any Breach of Unsecured PHI as soon as it,
or any Person to whom PHI is disclosed under this Agreement, becomes aware of any such

Breach, and in no event later than five (5) business days after such awareness, except when a law
enforcement official determines that a notification would impede a criminal investigation or
cause damage to national security. Such Reporl shall be timely made notwithstanding the fact
that little information may be known at the time of the Report and need only include such

information then available.

6.2 Following the Report described in 6.1, Business Associate shall conduct a risk assessment and

provide it to Covered Entity with a sulnmary of the event. Business Associate shall provide
Covered Entity with the names of any Individual whose Unsecur ed PHIhas been, or is reasonably
believed to have been, the subject of the Breqch and any other available information that is
required to be given to the affected Individual, as set forth in 45 CFR $ 164.404(c). Upon request

by Covered Entity, Business Associate shall provide information necessary for Covered Entity to
investigate the impermissible Use or Disclosure. Business Associate shall continue to provide to
Covered Entity information concerning the Breach as it becomes available.

6.3 When Business Associate determines that an impermissible acquisition, Access, Use or
Disclosure of PHI for which it is responsible is not a Breach, and therefore does not necessitate

notice to the impacted Individual, it shall document its assessment of risk, conducted as set forth
in 45 CFR S 402(2). Business Associate shall make its risk assessment available to Covered Entity
upon request. It shall include 1) the name of the person making the assessment, 2) a brief
summary of the facts, and 3) a brief statement of the reasons supporting the determination of low
probability that the PHlhadbeen compromised.
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7. Mitieation and Corrective Action. Business Associate shall mitigate, to the extent practicable,

any harmful effect that is known to it of an impermissible Use or Disclosure of PHI, even if the
impermissible Use or Disclosure does not constitute a Breach. Business Associate shall draft and

carry out a plan of corrective action to address any incident of impermissible Use or Disclosure of
PHI. Business Associate shall make its mitigation and corrective action plans available to Covered
Entity upon request.

8. Providing Notice of Breaches.

8.1 If Covered Entity determines that a Breach of PHI for which Business Associate was responsible,

and if requested by Covered Entity, Business Associate shall provide notice to the Individual
whose PHIhas been the subject of the Breach. When so requested, Business Associate shall
consult with Covered Entity about the timeliness, content and method of notice, and shall receive
Covered Entity's approval concerning these elements. Business Associate shall be responsible
for the cost of notice and related remedies.

8.2 The notice to affected Individuals shall be provided as soon as reasonably possible and in no case

later than 60 calendar days after Business Associate reported the Breach to Covered Entity.

8.3 The notice to affected Individuals shall be written in plain language and shall include, to the
extent possible, l) a brief description of what happened, 2) a description of the types of
Unsecured PHI that were involved in the Breach, 3) any steps Individuals can take to protect
themselves from potential harm resulting from the Breach,4) a brief description of what the
Business Associate is doing to investigate the Breach to mitigate harm to Individuals and to
protect against further Breaches, and 5) contact procedures for Individuals Io ask questions or
obtain additional information, as set forth in 45 CFR $ l6a.a0a(c).

8.4 Business Associate shall notiff Individuals of Breaches as specified in 45 CFR $ 164.404(d)
(methods of Individual notice). In addition, when a Breach involves more than 500 residents of
Vermont, Business Associate shall, if requested by Covered Entity, notiff prominent media
outlets serving Vermont, following the requirementsiset forth in 45 CFR $ 164.406.

9. Agreements with Subcontractors. Business Associate shall enter into a Business Associate
Agreement with any Subcontractor to whom it provides PHI to require compliance with HIPAA
and to ensure Business Associate and Subcontractor comply with the terms and conditions of this
Agreement. Business Associate must enter into such written agreement before any Use by or
Disclosure of PHI to such Subcontractor. The written agreement must identifr Covered Entity as a

direct and intended third party beneficiary with the right to enforce any breach of the agteement
concerning the Use or Disclosure of PHI. Business Associate shall provide a copy of the written
agreement it enters into with a Subcontractor to Covered Entity upon request. Business Associate
may not make any Disclosure ofPFllto any Subcontractorwithoutprior written consent of Covered
Entity.

L0. Access to PHI. Business Associate shall provide access to PHI in a Designated Record Set to

Covered Entity or as directed by Covered Entity to an Individual to meet the requirements under 45

CFR $ 164.524. Business Associate shall provide such access in the time and manner reasonably
designated by Covered Entity. Within five (5) business days, Business Associate shall forward to
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Covered Entity for handling any request for Access to PHI that Business Associqte directly receives
from an Individual.

Ll.. Amendment of PHI. Business Associate shall make any amendments to PHI in a Designated
Record Set that Covered Entity directs or agrees to pursuant to 45 CFR g 164.526, whether at the

request of Covered Entity or an Individual. Business Associate shall make such amendments in the

time and manner reasonably designated by Covered Entity. Within five (5) business days, Business

Associate shall forward to Covered Entity for handling any request for amendment to PHI that
Business Associate directly receives from an Individual.

12. Accounting of Disclosures. Business Associate shall document Disclosures of PHI and all
information related to such Disclosures as would be required for Covered Entity to respond to a
request by an Individual for an accounting of disclosures of PHI in accordance with 45 CFR $

164.528. Business Associate shall provide such information to Covered Entity or as directed by
Covered Entity to an Individual, to permit Covered Entity to respond to an accounting request.

Business Associate shall provide such information in the time and manner reasonably designated by
Covered Entity. Within five (5) business days, Business Associate shall forward to Covered Entity
for handlin g any accounting request that Business Associate directly receives from an Individual.

13. Books and Records. Subject to the attorney-client and other applicable legal privileges, Business

Associate shall make its internal practices, books, and records (including policies and procedures

and PHl)relating to the Use and Disclosure of PHI available to the Seoretary of Health and Human
Services (HHS) in the time and manner designated by the Secretary. Business Associate shall make

the same information available to Covered Entity, upon Covered Entity's request, in the time and

manner reasonably designated by Covered Entity so that Covered Entity may determine whether

Business Associate is in compliance with this Agreement.

14. Termination.

14.1This Agreernent commences on the Effective Date and shall remain in effect until terminated by
Covered Entity or until all the PHI is destroyed or returned to Covered Entity'subject to Section
18.8.

l4.2If Business Associate fails to comply with any material term of this Agreement, Covered Entity
may provide an opportunity for Business Associate to cure. If Business Associate does not cure

within the time specified by Covered Entity or if Covered Entity believes that cure is not
reasonably possible, Covered Entity may immediately terminate the Contract or Grant without
incurring liability or penalty for such termination. If neither termination nor cure are feasible,

Covered Entity shall report the breach to the Secretary of HHS. Covered Entity has the right to
seek to cure such failure by Business Associate. Regardless of whether Covered Entity cures, it
retains any right or remedy available at law, in equity, or under the Contract or Grant and Business

Associate retains its responsibility for such failure.

15. Return/Destruction of PIII.

15.lBusiness Associate in connection with the expiration or termination of the Contract or Grant shall
return or destroy, at the discretion of the Covered Entity, PHI that Business Associate still
maintains in any form or medium (including electronic) within thirty (30) days after such
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expiration or termination. Business Associare shall not retain any copies of PHI. Business

Associate shall certiff in writing and report to Covered Entity (1) when all PHIhas been retumed
or destroyed and (2) that Business Associate does not continue to maintain any PHI. Business

Associate is to provide this certification during this thirty (30) day period.

ll.2Business Associate shall report to Covered Entity any conditionsthatBusiness Associatebelieves
make the return or destructi on of PHI infeasible. Business Associate shall extend the protections

of this Agreement to such PFl/and limit further Uses and Disclosures to those purposes that make
the return or destruction infeasible for so long as Business Associate maintains such PHI.

1,6. Penalties. Business Associate understands that: (a) there may be civil or criminal penalties for
misuse or misappropriation of PHI and (b) violations of this Agreement may result in notification
by Covered Entity to law enforcement officials and regulatory, accreditation, and licensure
organizations.

17. Trainine. Business Associate understands its obligation to comply with the law and shall provide
appropriate training and education to ensure compliance with this Agteement. If requested by
Covered Entity, Business Associate shall participate in Covered Entity's training regarding the Use,

Confidentiality, and Security of PHI; however, participation in such training shall not supplant nor
relieve Business Associate of its obligations under this Agreement to independently assure

compliance with the law and this Agreernent.

18. Miscellaneous.

l8.l In the evenf of any conflict or inconsistency between the terms of this Agreement and the terms
of the Contract or Grant, the terms of this Agreement shall govern with respect to its subject
matter. Otherwise, the terms of the Contract or Grant continue in effect.

l8.2Each party shall cooperate with the other party to amend this Agreement from time to time as is
necessary for such party to comply with the Privacy Rule, the Security Rule, or any other
standards promulgated under HIPAA. This Agreement may not be amended, except by a
writing signed by all parties hereto.

18.3Any ambiguity in this Agreement shall be resolved to permit the parties to comply with the
Privacy Rule, Security Rule, or any other standards promulgated under HIPAA.

l8.4In addition to applicable Vermont law, the parties shall rely on applicable federal law (e.g.,

HIPAA, the Privacy Rule, Security Rule, and HITECH) in construing the meaning and effect of
this Agreement.

lS.SBusiness Associate shall not have or claim any ownership of PflL

lS.6Business Associate shall abide by the terms and conditions of this Agreement with respect to all
PHI even if some of that information relates to specific services for which Business Associate
may not be a"Business Associate" of Covered Entity under the Privacy Rule.

18.7 Business Associate is prohibited from directly or indirectly receiving any remuneration in
exchange for an Individual's PHI. Business Associate will refrain from marketing activities that
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would violate HIPAA, including specifically Section 13406 of the HITECH Act. Reports or data

containing PHI may not be sold without Covered Entity's or the affected Individual's written
consent.

18.8The provisions of this Agreernent that by their terms encompass continuing rights or
responsibilities shall survive the expiration or termination of this Agreement. For example: (a)

the provisions of this Agreement shall continue to apply if Covered Entity determines that it
would be infeasible for Business Associate to return or destroy PHI as provided in Section 14.2

and (b) the obligation of Business Associate to provide an accounting of disclosures as set forth
in Section 12 survives the expiration or termination of this Agreement with respect to accounting
requests, if any, made after such expiration or termination.

Rev. 05/2112019
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Affachment F
AGENCY OF HUMAN SERVICES' CUSTOMARY CONTRACT/GRANT PROVISIONS

1. Definitions: For purposes of this Attachment F, the term "Agreement" shall mean the form of the
contract or grant, with all of its parts, into which this Attachment F is incorporated. The meaning of
the term "Partv" when used in this Attachment F shall mean any named party to this Agreement other
thanthe State of Vermont, the Agency of Human Services (AHS) and any of the departments, boards,
offices and business units named in this Agreement. As such, the term "Party" shall mean, when
used in this Attachment F, the Contraotor or Grantee with whom the State of Vermont is executing
this Agreement. If Party, when permitted to do so under this Agreement, seeks by way of any
subcontract, sub-grant or other form of provider agreement to employ any other person or entity to
perform any of the obligations of Party under this Agreement, Party shall be obligated to ensure that
all terms of this Attachment F are followed. As such, the term "ParWr" as used herein shall also be
construed as applicable to, and describing the obligations of, any subcontractor, sub-recipient or sub-
grantee of this Agreement. Any such use or construction of the term ooParty" shall not, however, give
any subcontractor, sub-recipient or sub-grantee any substantive right in this Agreement without an
express written agreement to that effect by the State of Vermont.

2. Agencv of Human Services: The Agency of Human Services is responsible for overseeing all
contracts and grants entered by any of its departments, boards, offices and business units, however
denominated. The Agency of Human Services, through the business office of the Office of the
Secretary, and through its Field Services Directors, will share with any named AHS-associated party
to this Agreement oversight, monitoring and enforcement responsibilities. Party agrees to cooperate
with both the named AHS-associated party to this contract and with the Agency of Human Services
itself with respect to the resolution of any issues relating to the performance and interpretation of this
Agreement, payment matters and legal compliance.

3. Medicaid Program Parties (applicable to any Party providing services and supports paidfor under
Vermont's Medicaid program and Vermont's Global Commitment to Health l(aiver):

Inspection and Retention of Records: In addition to any other requirement under this Agreement or
at law, Party must fulfill all state and federal legal requirements, and will comply with all requests
appropriate to enablo the Agency of Human Services, the U.S. Department of Health and Human.
Services (along with its Inspector General and the Centers for Medicare and Medicaid Services), the
Comptroller General, the Govemment Accounting Office, or any of their designees: (i) to evaluate
through inspection or other means the quality, appropriateness, and timeliness of services performed
under this Agreement; and (ii) to inspect and audit any records, financial data, qontracts, computer
or other electronic systems of Party relating to the performance of services under Vermont's
Medicaid program and Vermont's Global Commitment to Health Waiver. Party will retain for ten
years all documents required to be retained pursuant to 42 CFR a38.3(u).

Subcontractins for Medicaid Services: Notwithstanding any permitted subcontracting of services
to be performed under this Agreement, Party shall remain responsible for ensuring that this
Agreement is fully performed according to its terms, that subcontractor remains in compliance with
the terms hereof, and that subcontractor complies with all state and federal laws and regulations
relating to the Medicaid progrcm in Vermont. Subcontracts, and any service provider agreements
entered into by Party in connection with the performance of this Agreement, must clearly speciff in
writing the responsibilities of the subcontractor or other service provider and Party must retain the
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authority to revoke its subcontract or service provider agreement or to impose other sanctions if the
performance of the subcontractor or service provider is inadequate or if its performance deviates
from any requirement of this Agreement. Party shall make available on request all contracts,
subcontracts and service provider agreements between the Party, subcontractors and other service
providers to the Agency of Human Services and any of its departments as well as to the Center for
Medicare and Medicaid Services.

Medicaid Notification of Termination Requirements: Party shall follow the Department ot
Vermont Health Access Managed-Care-Organization enrollee-notification requirements, to include
the requirement that Party provide timely notice of any termination of its practice.

Encounter Data: Party shall provide encounter data to the Agency of Human Services and/or its
departments and ensure further that the data and services provided can be linked to and supported by
enrollee eligibility files maintained by the State.

Federal Medicaid Svstem Secaritv Requirements Comoliance: Party shall provide a security plan,
risk assessment, and security controls review document within three months of the start date of this
Agreement (and update it annually thereafter) in order to support audit compliance with 45 CFR
95.621subpart F, ADP System Security Requirements and Review Process.

4. Workplace Violence Prevention and Crisis Response (applicable to any Party and any
subcontractors and sub-grantees whose employees or other service providers deliver social or
mental health services directly to individual recipients of such services):

Party shall establish a written workplace violence prevention and crisis response policy meeting the
requirernents of Act 109 (2016} 33 VSA $8201(b), for the benefit of employees delivering direct
social or mental health services. Party shall, in preparing its policy, consult with the guidelines
promulgated by the U.S. Occupational Safety and Health Administration for Preventing WorlElace
Violencefor Healthcare and Social Services Workers, as those guidelines may from time to time be
amended.

Party, through its violence protection and crisis response committee, shall evaluate the efficacy of
its policy, and update the policy as appropriate, at least annually. The policy and any written
evaluations thereof shall be provided to employees delivering direct social or mental health services.

Party will ensure that any subcontractor and sub-grantee who hires employees (or contracts with
service providers) who deliver social or mental health services directly to individual recipients of
such services, complies with all requirements of this Section.

5. Non-Discrimination:
Party shall not discriminate, and will prohibit its employees, agents, subcontractors, sub-gtantees and
other service providers from discrimination, on the basis of age under the Age Discrimination Act of
1975, on the basis of handicap under section 504 of the Rehabilitation Act of 1973, on the basis of
sex under Title IX of the Education Amendments of 1972, and on the basis of race, color or national
origin under Title VI of the Civil Rights Act of 1964. Party shall not refuse, withhold from or deny
to any person the benefit of services, facilities, goods, privileges, advantages, or benefits of public
accommodation on the basis of disability, race, creed, color, national origin, marital status, sex,
sexual orientation or gender identity as provided by Title 9 V.S.A. Chapter 139.
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No person shall on the grounds of religion or on the grounds of sex (including, on the grounds that a
woman is pregnant), be excluded from participation in, be denied the benefits of, or be subjected to
discrimination, to include sexual harassment, under any program or activity supported by State of
Vermont and/or federal funds.

Party further shall comply with the non-discrimination requirements of Title VI of the Civil Rights
Act of 1964,42 USC Section 2000d, et seq., and with the federal guidelines promulgated pursuant
to Executive Order 13166 of 2000, requiring that contractors and subcontractors receiving federal
funds assure that persons with limited English proficiency can meaningfully access services. To the
extgnt ParW provides assistance to individuals with limited English proficiency through the use of
oral or written translation or interpretive services, such individuals cannot be required to pay for such
services.

6. Emnlovees and Contractors:

Party agrees that it shall comply with the laws of the State of Vermont with respect to the appropriate
classification of its workers and service providers as "employees" and "independent contractors" for
all purposes, to include for purposes related to unemployment compensation insurance and workers
compensation coverage, and proper payment and reporting of wages. Party agrees to ensure that all
of its subcontractors or sub-grantees also remain in legal compliance as to the appropriate
classification of "workers" and "independent contractors" relating to unemployment compensation
insurance and workers compensation coverage, and proper payment and reporting of wages. Party
will on request provide to the Agency of Human Services information pertaining to the classification
of its employees to include the basis for the classification. Failure to comply with these obligations
may result in termination of this Agreement.

7. Data Protection and Privacv:

lrotected Health Information: Party shall maintain the privacy and security of all individually
identifiable health information acquired by or provided to it as a part of the performance of this
Agreement. Party shall follow federal and state law relating to privacy and security of individually
identifiable health information as applicable, including the Health Insurance Portability and
Accountability Act (HIPAA) and its federal regulations.

Substafce Abuse Treatment Informafion: Substance abuse treatment information shall be
maintained in compliance with 42 C.F.R. Part 2 if the Party or subcontractor(s) are Part 2 covered
programs, or if substance abuse treatment information is received from a Part2 covered program by
the Party or subcontractor(s).

Protection of Personal Information: Party agrees to comply with all applicable state and federal
statutes to assure protection and security of personal information, or of any personally identifiable
information (PII), including the Security Breach Notice Act, 9 V.S.A. S 2435, the Social Security
Number Protection Act,9 V.S.A. S 2440, the Document Safe Destruction Act, 9 V.S.A. g 2445 and
45 CFR 155.260. As used here, PII shall include any information, in any medium, including
electronic, which can be used to distinguish or trace an individual's identity, such as his4rer name,
social security number, biometric records, etc., either alone or when combined with any other
personal or identifiable information that is linked or linkable to a specific person, such as date and
place or birth, mother's maiden name, etc.
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Other Conlidentigl Consumer Information: Party agrees to comply with the requirements of AHS
Rule No. 08-048 concerning access to and uses of personal information relating to any beneficiary
or recipient of goods, services or other forms of support. Party further agrees to comply with any
applicable Vermont State Statute and other regulations respecting the right to individual privacy.
Party shall ensure that all of its employees, subcontractors and other service providers performing
services under this agreement understand and preserve the sensitive, confidential and non-public
nature of information to which they may have access.

Data Breaches: Party shall report to AHS, though its Chief Information Officer (CIO), any
impermissible use or disclosure that compromises the security, confidentiality orprivacy of any form
of protected personal information identified above within 24 hours of the discovery of the breach.
Party shall in addition comply with any other data breach notification requirements required under
federal or state law.

8. Abuse and Neslect of Children and Vulnerable Adults:

Abuse Reeistrv. Party agroes not to employ any individual, to use any volunteer or other service
provider, or to otherwise provide reimbursement to any individual who in the performance of
services connected with this agreement provides care, custody, treatment, transportation, or
supervision to children or to vulnerable adults if there has been a substantiation of abuse or neglect
or exploitation involving that individual. Party is responsible for confirming as to each individual
having such contact with children or vulnerable adults the non-existence of a substantiated allegation
of abuse, neglect or exploitation by veriffing that fact though (a) as to vulnerable adults, the Adult
Abuse Registry maintained by the Department of Disabilities, Aging and Independent Living and (b)
as to children, the Central Child Protection Registry (unless the Party holds a valid child care license
or registration from the Division of Child Development, Department for Children and Families). See

33 v.S.A. $aele(a)(3) and 33 V.S.A. $6e11(c)(3).

Reportins of Abuse, Neslect, or Exploitation. Consistent with provisions of 33 V.S.A. $a913(a)
and $6903, Party and any of its agents or employees who, in the performance of services connected
with this agreement, (a) is a caregiver or has any other contact with clients and (b) has reasonable
cause to believe that a child or vulnerable adult has been abused or neglected as defined in Chapter
49 or abused, neglected, or exploited as defined in Chapter 69 of Title 33 V.S.A. shall: as to children,
make a report containing the information required by 33 V.S.A. $4914 to the Commissioner of the
Department for Children and Families within 24 hours; or, as to a vulnerable adult, make a report
containing the information required by 33 V.S.A. $6904 to the Division of Licensing and Protection
at the Department of Disabilities, Aging, and Independent Livingwithin 48 hours. Party will ensure
that its agents or employees receive training on the reporting of abuse or neglect to children and
abuse, neglect or exploitation of vulnerable adults.

9. Information Technolosy Svstems:

Computins snd Communication: Party shall select, in consultation with the Agency of Human
Services' Information Technology unit, one of the approved methods for secure access to the State's
systems and data, if required. Approved methods are based on the type of work performed by the
Party as part of this agreement. Options include, but are not limited to:
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l. Party's provision of certified computing equipment, peripherals and mobile devices, on a
separate Party's network with separate internet &ccoss; The Agency of Human Services'
accounts may or may not be provided.

2. State supplied and managed equipment and accounts to access state applications and data,
including State issued active directory accounts and application specific accounts, which
follow the National Institutes of Standards and Technology (NIST) security and the Health
Insurance Portability & Accountability Act (HIPAA) standards.

Intellectual Propertu/Work Product Ownership: All data, technical information, materials first
gathered, originated, developed, prepared, or obtained as a condition of this agreement and used in
the performance of this agreement -- including, but not limited to all reports, surveys, plans, charts,
literafure, brochures, mailings, recordings (video or audio), pictures, drawings, analyses, graphic
representations, software computerprograms and accompanying documentation and printouts, notes
and memoranda, written procedures and documents, which are prepared for or obtained specifically
for this agreement, or are a result of the services required under this grant -- shall be considered
"work for hire" and remain the property of the State of Vermont, regardless of the state of completion
unless otherwise specified in this agreement. Such items shall be delivered to the State of Vermont
upon 30-days notice by the State. With respect to software computer programs and I or source codes
first developed for the State, all the work shall be considered "work for hire," i.e., the State, not the
Party (or subcontractor or sub-grantee), shall have full and complete ownership of all software
computer programs, documentation and/or source codes developed.

Party shall not sell or copyright a work product or item produced under this agreement without
explicit permission from the State of Vermont.

If Party is operating a system or application on behalf of the State of Vermont,Party shall not make
information entered into the system or applicatiotr available for uses by any other party than the State
of Vermont, without prior authoization by the State. Nothing herein shall entitle the State to pre-
existing Party' s materials.

Party acknowledges and agrees that should this agreement be in support of the State's
implementation of the Patient Protection and Affordable Care Act of 2010, Party is subject to the
certain property rights provisions of the Code of Federal Regulations and a Grant from the
Department of Health and Human Services, Centers for Medicare & Medicaid Services. Such
agreement will be subject to, and incorporates here by reference, 45 CFR 74.36,45 CFR 92.34 and
45 CFR 95.617 governing rights to intangible property

Securitv and Data Transfers: Party shall comply with all applicable State and Agency of Human
Services' policies and standards, especially those related to privacy and security. The State will
advise the Party of any new policies, procedures, or protocols developed during the term of this
agteement as they are issued and will work with the Party to implernent any required.

Party will ensure the physical and data security associated with computer equipment, including
desktops, notebooks, and other portable devices, used in connection with this Agreement. Party will
also assure that any media or mechanism used to store or transfer data to or from the State includes
industry standard security mechanisms such as continually up-to-date malware protection and
encryption. Party will make every reasonable effort to ensure media or data files transferred to the
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State are virus and spyware free. At the conclusion of this agreement and after successful delivery

of the data to the State, Party shall securely delete data (including archival backups) from Party's

equipment that contains individually identifiable records, in accordance with standards adopted by
the Agency of Human Services.

Party, in the event of a data breach, shall comply with the terms of Section 7 above.

10. Other Provisions:

Environmental Tobacco Smoke.Public Law 103-227 (alsoknown as the Pro-Children Act of 1994)

and Vermont's Act I35 (2014) (An act relating to smoking in lodging establishments, hospitals, and

child care facilities, and on State lands) restrict the use of tobacoo products in certain settings. Party

shall ensure that no person is permitted: (i) to use tobacco products or tobacco substitutes as defined

in 7 V.S.A. $ 1001 on the premises, both indoor and outdoor, of any licensed child care center or

afterschool program at any time; (ii) to use tobacco products or tobacco substitutes on the premises,

both indoor and in any outdoor area designated for child care, health or day care services,

kindergarten, pre-kindergarten, elementary, or secondary education or library services; and (iii) to
use tobacco products or tobacco substitutes on the premises of a licensed or registered family child

care home while children are present and in care. Party will refrain from promoting the use of tobacco

products for all clients and from making tobacco products available to minors.

Failure to comply with the provisions of the federal law may result in the imposition of a civil
monetary penalty of up to $1,000 for each violation and/or the imposition of an administrative

compliance order on the responsible entity. The federal Pro-Children Act of 1994, however, does

not apply to portions of facilities used for inpatient drug or alcohol treatment; service providers

whose sole source of applicable federal funds is Medicare or Medicaid; or facilities where Women,

Infants, & Children (WIC) coupons are redeemed.

2-1-1 Database: If Party provides health or human services within Vermont, or if Party provides

such services near the Vermont border readily accessible to residents of Vermont,Party shall adhere

to the "InclusiorVExclusion" policy of Vermont's United Way/Vermont2ll (Vermont 211), and will
provide to Vermont 211 relevant descriptive information regarding its agency, programs andlor

contact.information as well as accurate and up to date information to its database as requested. The

"Inclusion/Exclusion" policy can be found at www.vermont2l1.orq.

Voter.Registration: When designated by the Secretary of State, Party agrees to become a voter

registration agency as defined by t7 V.S.A. $2103 (41), and to comply with the requirements of state

and federal law pertaining to such agencies.

Drus Free Workplace Act: Party will assure a drug-free workplace in accordance with 45 CFR Part

76.

Lobbvine: No federal funds under this agreement may be used to influence or attempt to influence

an officer or employee of any agency, a member of Congress, an officer or employee of Congress,

or an employee of a member of Congress in connection with the awarding of any federal contract,

continuation, renewal, amendments other than federal appropriated funds.
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